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OBRADA PODATAKA O LICNOSTI
ZA POTREBE INTERNET OGLASAVANJA:
PRE I NAKON USVAJANJA UREDBE EU

O DIGITALNIM USLUGAMA*

Rezime: Obezbedivanje adekvatne zastite podataka o licnosti u sferi cilja-
nog internet oglasavanja predstavlja jedan od gorucih izazova savremenog pra-
va zastite podataka o licnosti. U radu se bavimo upravo tom problematikom i
to posmatrano iz ugla Uredbe EU o digitalnim uslugama. Cilj rada je da prika-
Ze, ispita i oceni novine koje Uredba EU o digitalnim uslugama donosi na tom
polju. Analiza determinise Cetiri grupe pravila Uredbe EU o digitalnim usluga-
ma koje su znacajne za zastitu podataka o licnosti kod ciljanog internet oglasa-
vanja. U pitanju su pravila o: (1) zabrani internet oglasavanja zasnovanog na
profilisanju odredenih vrsta podataka o licnosti; (2) transparentnosti internet
oglasavanja; (3) dodatnim obavezama veoma velikih onlajn platformi i veoma
velikih onlajn pretraZivaca u vezi s internet oglasavanjem i (4) dobrovoljnim
kodeksima postupanja u internet oglasavanju. Navedena pravila su komple-
mentarna postojecim pravilima Opste uredbe EU o zastiti podataka (centralnog
propisa u ovoj oblasti) i treba da se tumace i primenjuju koherentno s njima.
Kako analiza pokazuje, uprkos odredenim nedostacima, data pravila Uredbe
EU o digitalnim uslugama predstavljaju vrednu novu liniju odbrane prava na
zastitu podataka o licnosti, dobrodoslu u vremenu rastucih rizika koje donose
sporne prakse ciljanog internet oglasavanja.

Kljucne reci: Podaci o licnosti. — Pravo zastite podataka o licnosti. — Internet
oglasavanje. - Uredba EU o digitalnim uslugama. - Pravo
Evropske unije.

1. UVOD

Pitanje zastite podataka o li¢nosti na internetu ve¢ oko tri decenije zao-
kuplja paznju kako pravnika, tako i $ire javnosti. Pri tome, stalni tehnoloski
razvoj ¢ini ovo pitanje sve aktuelnijim, budu¢i da nove tehnologije sa sobom
donose i nove rizike za povredu prava na privatnost i na zastitu podataka

*  Ovaj ¢lanak je rezultat rada na projektu Univerziteta u Beogradu - Pravnog fakulteta

»Problemi stvaranja, tumacenja i primene prava’ (2025), u okviru istrazivacke grupe
»Pravni rezim digitalnih usluga u pravu Srbije i pravu Evropske unije”.
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o li¢cnosti. Uzmimo samo da se ne tako davno razgovaralo o problematici
spam poruka, tzv. ,kolaci¢a” (engl. cookies) i poc¢ecima profilisanja korisnika
drustvenih mreza, a da se danas ve¢ govori o temama kao $to su masovno
profilisanje podataka korisnika interneta uz pomoc¢ alata vestacke inteligen-
cije, sporne prakse ciljanog internet oglasavanja, problematika ,trgovine”
bazama podataka o licnosti, te kori§¢enje podataka o li¢nosti prikupljenih
na internetu za ,ucenje” vestacke inteligencije. Za shvatanje alarmantnosti
situacije nije nam neophodna detaljna nau¢na analiza, dovoljno je samo da
pogledamo neke od novinskih naslova objavljenih tokom prethodnih par
godina u Srbiji i Evropi. Uzmimo kao primer sledece naslove: ,,Meta: vla-
snik platforme Facebook kaznjen sa 1,2 milijarde evra zbog nepravilnog ru-
kovanja podacima®!, ,Platforma Linkedin koristi podatke korisnika za obu-
ku vestacke inteligencije”z, »TikTok kaznjen sa 530 miliona evra od strane
EU regulatora zbog zastite podataka™, ,,Li¢ni podaci vise od milion gradana
Svedske objavljeni na darknetu”* ,Platforma X na meti prituzbi u EU zbog
korisni¢kih podataka i ciljanog oglasavanja” i tu nije kraj.> Navedeni naslovi
su samo mali deo izve$tavanja o rizicima i problemima zastite podataka o
licnosti na internetu.®

1 Shiona McCallum, ,,Meta: Facebook Owner Fined €1.2bn for Mishandling Data’, BBC,
22. May 2023, https://www.bbc.com/news/technology-65669839, 18. avgust 2025.

2 Tanjug, ,Platforma Linkedin koristi podatke korisnika za obuku vestacke inteligencije”,
19. septembar 2024, https://www.tanjug.rs/ekonomija/svet/111055/platforma-linkedin-ko-
risti-podatke-korisnika-za-obuku-vestacke-inteligencije/vest, 18. avgust 2025.

3 Reuters, ,, TikTok Fined 530 Million Euros by EU Regulator Over Data Protection’, 2.
May 2025, https://www.reuters.com/sustainability/boards-policy-regulation/tiktok-fined-
530-million-euros-by-eu-regulator-over-data-protection-2025-05-02/, 18. avgust 2025.

4 Politika, ,Ekspert: Li¢ni podaci vie od milion gradana Svedske objavljeni na darknetu”,
14. septembar 2025, https://www.politika.rs/sr/clanak/697764/ekspert-licni-podaci-vise-
od-milion-gradana-svedske-objavljeni-na-darknetu, 25. septembar 2025.

5  Foo Yun Chee, ,X Hit by Complaints to EU Over User Data and Targeted Advertis-
ing”, Reuters, 15. July 2025, https://www.reuters.com/sustainability/boards-policy-
regulation/x-hit-by-complaints-eu-over-user-data-targeted-advertising-2025-07-15/?utm_
source=chatgpt.com, 25. septembar 2025.

6  Pravo zadtite podataka o li¢nosti nije jedina pravna oblast koja je pod konstantnim pri-
tiskom razvoja digitalnih tehnologija. Sli¢na ,sudbina” zadesila je i druge oblasti prava,
poput prava intelektualne svojine, prava potrosaca, prava elektronskih komunikacija i
drugih oblasti prava koje direktno ili posredno Stite, odnosno ureduju kori$¢enje poda-
taka/informacija (kao klju¢nih resursa u dana$njem digitalnom dobu). Interesantno je
da se pomene da se u danasnjem pravu intelektualne svojine postavljaju neka ista pitanja
kao u pravu zastite podataka o li¢nosti. Primera radi postavljaju se: (1) pitanje dozvolje-
nosti kori$¢enja zasti¢enih sadrzaja za potrebe ,,u¢enja’ vestacke inteligencije (vid. Novak
Vujici¢, ,The EU Copyright Exceptions for Text and Data Mining: (Un)suitable Model
Solution for the Development of Artificial Intelligence?”, Australian Intellectual Property
Journal (AIP]) 33(2)/2022, 92-106; Dugan V. Popovic¢, ,,Ogranicenja autorskog i srodnih
prava: prepreka ili podsticaj razvoju vestacke inteligencije’, Vestacka inteligencija: izazovi
u poslovnom pravu (ur. Dusan V. Popovi¢), Univerzitet u Beogradu - Pravni fakultet,
Beograd 2024, 33-52); zatim, (2) pitanje mogu¢nosti raspolaganja — prenosa baza po-
dataka sa zasticenim sadrzajem (vid. Novak Vuji¢i¢, ,,Srodnopravna zastita baza poda-
taka — osnovni ili dopunski oblik zastite?”, Pravo i privreda 7-9/2016, 497-516; Novak
Vujici¢, ,Pravna zastita baza podataka u Republici Srbiji: trenutno stanje i predloZene
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Sasvim ocekivano, uodeni rastudi rizici i problemi zastite podataka o li¢-
nosti u digitalnom okruzenju nisu ostali bez odgovora prava (i drustva). Tako,
poslednjih decenija svedo¢imo znacdajnoj zakonodavnoj aktivnosti u oblasti
zadtite podataka o li¢nosti. Novim propisima nastoje se obezbediti vi$i stan-
dardi i mehanizmi zastite podataka o li¢nosti, kako generalno, tako i u digital-
nom okruZzenju. Na tom polju svakako prednjaci Evropska unija (EU). Pravo
zaitite podataka o li¢nosti EU” je zna¢ajno reformisano 2016. godine usvaja-
njem Opste uredbe EU o zastiti podataka (engl. General Data Protection Re-
gulation — GDPR).8 Cilj EU bio je da Opstom uredbom EU o zaititi podataka
obezbedi visok stepen zastite podataka o licnosti i da postavi ¢vrste temelje za
suocavanje s postoje¢im i buduc¢im izazovima digitalnog doba u datom dome-
nu.” Kako se pokazalo tokom sada ve¢ vise od pola decenije njene primene,
Opsta uredba EU o zatiti podataka i jeste donela primetan napredak u pogle-
du zastite podataka o li¢nosti uopste, a posebno na internetu.!?

Zakonodavna aktivnost EU u oblasti zadtite podataka o licnosti u digi-
talnom okruZzenju se ipak nije zaustavila na Opstoj uredbi EU o zastiti poda-
taka. U prethodnih nekoliko godina EU je u cilju zastite svog jedinstvenog
digitalnog trzista (engl. digital single market) usvojila vise propisa usmerenih
na regulisanje razlic¢itih izazova digitalnog doba (kao $to su izazovi digital-

izmene’, Uskladivanje poslovnog prava Srbije sa pravom Evropske unije — 2019 (ur. Vuk
Radovi¢), Univerzitet u Beogradu — Pravni fakultet, Beograd 2019, 301-333) i takode (3)
pitanje uloge internet posrednika u radnji povrede i zastiti od nje (za oblast prava inte-
lektualne svojine vid., izmedu ostalog, Novak Vuji¢i¢, ,,Blokiranje pristupa veb-sajtovima
zbog povrede autorskog prava: kriticki osvrt’, Intelektualna svojina i internet (2018) (ur.
Dusan V. Popovi¢), Univerzitet u Beogradu - Pravni fakultet, Beograd 2018, 107-123, a
za razmatranje tog pitanja u oblasti prava zastite podata o li¢nosti vid. na primer Daphne
Keller, ,The Right Tools: Europe’s Intermediary Liability Laws and the GDPR’, Berke-
ley Technology Law Journal 33/2018, 287-364). U nekim istraZivanjima se ¢ak sugeriSe
mogucénost analognog odgovora ova dva prava na tehnologke izazove. Vid. Jacopo Ciani
Sciolla, ,Contaminations Between Data Protection Law and Copyright Law: Understan-
ding Personal Data Protection Rights as a Doppelrecht”, The Interface of Intellectual Pro-
perty Law with Other Legal Disciplines (ed. Christophe Geiger), Edward Elgar Publishing,
Cheltenham, UK 2025, 183-197.

7  Zapregled prava zastite podataka o licnosti EU vid. Dusan V. Popovi¢, Marko Jovanovi¢,
Pravo interneta: odabrane teme, Univerzitet u Beogradu — Pravni fakultet, Beograd 2017,
123-149.

8  Uredba (EU) 2016/679 Evropskog parlamenta i Saveta od 27. aprila 2016. godine o za-
§titi fizickih lica u odnosu na obradu podataka o li¢nosti, i o slobodnom kretanju takvih
podataka i o stavljanju Direktive 95/46/EZ van snage (nadalje, Opsta uredba EU o zastiti
podataka), Sluzbeni list EU, br. L 119/1, 4. maj 2016; za sazetu analizu odredaba Opste
uredbe EU o zastiti podataka, vid. izmedu ostalog Andrej Savin, Digitalna pravda (pre-
vod Jelena Petrovi¢), Clio, Beograd 2022, 377-408; za detaljniju analizu vid. Paul Voigt,
Axel von dem Bussche, The EU General Data Protection Regulation (GDPR): A Practical
Guide, Springer, Cham, Switzerland 2017.

9  Opsta uredba EU o zastiti podataka, uvodna izjava 7; A. Savin, 378-379; P. Voigt, A. von
dem Bussche, 2.

10  Misljenja o efektima primene Opste uredbe EU o zastiti podataka nisu jednoglasna. Za
jedan kriti¢ki primer vid. John M. Yun, ,,A Report Card on the Impact of Europe’s Pri-
vacy Regulation (GDPR) on Digital Markets”, George Mason Law Review Forum 31/2024,
104-124.
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nih trzista,!! digitalnih usluga, upravljanja i pristupa podacima,'? informa-
cione bezbednosti!? i vestacke inteligencije'#). U okviru tih propisa EU se
upustila i u dodatno neposredno i posredno uredenje oblasti zastite podata-
ka o li¢nosti.

U fokusu nase analize je upravo jedan od tih propisa. Re¢ je o Uredbi EU
o digitalnim uslugama (engl. Digital Services Act)'® koja je usvojena u okto-
bru 2022. godine, a u celosti se primenjuje od februara 2024. godine. Ured-
bom EU o digitalnim uslugama se delimi¢no ureduje oblast zastite podataka
o li¢nosti i to posebno u oblasti internet ogladavanja. Cilj nase analize je: (1)
da prikaze reSenja Uredbe znacajna za obradu podataka o licnosti za potrebe
internet oglasavanja, (2) da ispita kakve promene - novine ona donosi, kao i
(3) da pokusa da oceni da li su te novine (zadovoljavajuci) korak unapred u
zastiti podataka o li¢nosti korisnika interneta.

Koraci analize su sledeci. Prvo ¢e se u kratkim crtama ukazati zasto i
kako se podaci o li¢nosti obraduju za potrebe internet oglasavanja. To razjas-
njenje je neophodno ne samo kao uvod u naredne korake analize, nego i kako
bi se bolje razumeo $iri znacaj razmatranog pitanja. Drugi korak sastojace se
u davanju pojasnjenja o mestu Uredbe EU o digitalnim uslugama, kao izvora
prava, u Sirem sistemu EU prava zastite podataka o licnosti. Zatim, u okviru
tre¢eg koraka detaljnije ¢e se analizirati pojedinacna resenja Uredbe EU o di-
gitalnim uslugama znacajna za obradu podataka o licnosti za potrebe internet
oglasavanja. Naposletku sledi¢e zaklju¢ak u kome ¢e se dati ocena analizira-
nih re§enja Uredbe.

11 Uredba (EU) 2022/1925 Evropskog parlamenta i Saveta od 14. septembra 2022. godi-
ne o kontestibilnim i pravi¢nim trzi§tima u digitalnom sektoru i izmeni direktiva (EU)
2019/1937 i (EU) 2020/1828, Sluzbeni list EU, br. L 265/1, 12. oktobar 2022.

12 Uredba (EU) 2022/868 Evropskog parlamenta i Saveta od 30. maja 2022. godine o evrop-
skom upravljanju podacima i izmeni Uredbe (EU) 2018/1724, Sluzbeni list EU, br. L
152/1, 3. jun 2022. i Uredba (EU) 2023/2854 Evropskog parlamenta i Saveta od 13. de-
cembra 2023. godine o uskladenim pravilima o pravi¢cnom pristupu podacima i njiho-
vom kori$¢enju, kojom se menjaju Uredba (EU) 2017/2394 i Direktiva (EU) 2020/1828,
Sluzbeni list EU, br. L 2023/2854, 22. decembar 2023.

13 Direktiva (EU) 2022/2555 Evropskog parlamenta i Saveta od 14. decembra 2022. godine
0 merama za postizanje visokog zajednickog nivoa sajber bezbednosti Sirom Unije, ko-
jom se menja Uredba (EU) br. 910/2014 i Direktiva (EU) 2018/1972, a stavlja van snage
Direktiva (EU) 2016/1148, Sluzbeni list EU, br. L 333/80, 27. decembar 2022.

14  Uredba (EU) 2024/1689 Evropskog parlamenta i Saveta od 13. juna 2024. godine o utvr-
divanju harmonizovanih pravila o ves$tackoj inteligenciji i o izmeni uredaba (EZ) br.
300/2008, (EU) br. 167/2013, (EU) br. 168/2013, (EU) 2018/858, (EU) 2018/1139 i (EU)
2019/2144, te direktiva 2014/90/EU, (EU) 2016/797 i (EU) 2020/1828, Sluzbeni list EU,
br. L 2024/1689, 12. jul 2024.

15 Vid. Maitrayee Pathak, ,Data Governance Redefined: The Evolution of EU Data Regu-

lations from the GDPR to the DMA, DSA, DGA, Data Act and Al Act”, European Data
Protection Law Review 10(1)/2024, 43-56.

16 Uredba (EU) 2022/2065 Evropskog parlamenta i Saveta od 19. oktobra 2022. godine o
jedinstvenom trZziStu za digitalne usluge i izmeni Direktive 2000/31/EZ (nadalje, Uredba
EU o digitalnim uslugama), Sluzbeni list EU, br. L 277/1, 27. oktobar 2022.
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2. OBRADA PODATAKA O LICNOSTI
ZA POTREBE INTERNET OGLASAVANJA:
OPSTE NAPOMENE

Da bi uopste moglo da se upusti u razmatranje reSenja Uredbe EU o di-
gitalnim uslugama koja se odnose na obradu podataka o li¢nosti za potrebe
internet!” oglagavanja, neophodno je prvo da se u kratkim crtama razjasni
(1) zadto se i (2) kako se podaci o licnosti koriste za svrhe internet oglasava-
nja. Davanjem odgovora na ta dva pitanja dobice se jasnija slika konteksta u
kome pravila zastite podataka o licnosti treba ovde da se primenjuju.

Kao uvod u odgovore na navedena dva pitanja, potrebno je najpre po-
jasniti $ta je to internet oglasavanje i skrenuti paznju na njegov znacaj u di-
gitalnoj ekonomiji. Internet oglagavanje u osnovi podrazumeva uslugu kod
koje oglasiva¢ plac¢a naknadu prenosiocu oglasne poruke kako bi on na svom
internet prostoru (veb-sajtu, aplikaciji, drustvenoj mrezi, nekom drugom
tipu onlajn platforme i sl.) u okviru korisnickog interfejsa prikazao odredenu
oglasnu poruku svojim korisnicima.!® Najce3ce se te oglasne poruke prikazu-
ju u vidu banera, kontekstualnih poruka, menija i slicno. Internet oglasava-
nje, kao $to moze da se vidi, podrazumeva uce$¢e najmanje tri lica: (1) ogla-
$ivaca (koji zeli da ogladava svoju robu, usluge ili delatnost), (2) prenosioca
oglasne poruke (najces¢e odredene onlajn platforme) i (3) korisnika inter-
neta, kao primaoca oglasne poruke koji je primarno zainteresovan za usluge
onlajn platforme - prenosioca oglasne poruke (na primer, usluge drustvene
mreze, aplikacije, informativnog portala), a ponekad i za oglasne poruke pri-
kazane na toj onlajn platformi.!® U nastavku analize drza¢emo se predocenog
(uzeg)?” odredenja internet oglasavanja, bududi da ono odgovara i odredenju
datom u Uredbi EU o digitalnim uslugama.?!

Dodatno, potrebno je imati u vidu i klju¢ni znacaj koji internet ogla-
$avanje ima u digitalnoj ekonomiji. Naime, njegova uloga prevazilazi prosto

17  Potrebno je da se napravi kratka napomena u vezi s terminom ,,internet oglasavanje”. U
analizi se opredelilo za njega, jer odgovara zakonskoj terminologiji domaceg Zakona o
oglagavanju (vid. 45 domaceg Zakonu o oglasavanju, SL glasnik RS, br. 6/2016 i 52/2019 -
dr. zakon) i op$teprihvaden je u domacim pravni¢kim krugovima. Stoga, za potrebe nase
analize, taj termin Ce se smatrati podudarnim s terminom ,onlajn oglaavanje” (engl.
online advertising) koji se koristi u Uredbi EU o digitalnim uslugama. Generalno u anali-
zi ¢e se termini ,onlajn” i ,internet” koristiti kao zamenjivi (osim kada se termin ,,inter-
net” koristi da oznaci globalnu internet mrezu).

18 Bernd Skiera et al., The Impact of the General Data Protection Regulation (GDPR) on the
Online Advertising Market, Frankfurt, Germany 2022, 5.

19 Ibid.

20 Pojam internet oglasavanja u nekom drugom kontekstu moZe da se posmatra i Sire, tako
da obuhvati svaki vid oglaavanja putem interneta, uklju¢ujudi i direktno oglasavanje sla-
njem oglasnih poruka putem elektronske poste.

21  Vid. Uredbu EU o digitalnim uslugama, ¢l. 3, ta¢. (r) - odredenje ,,oglasne poruke”. Upo-

rediti s definicijom internet oglagavanja u domacem Zakonu o oglagavanju, ¢l. 45, a u
vezi s ¢l. 2.
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povezivanje strane ponude sa stranom traznje u digitalnom okruzenju. Ono
je postalo jedan od dominantnih modela poslovanja na internetu. Mnoge on-
lajn platforme i mediji, pogotovo one koje svoje usluge pruzaju korisnicima
»besplatno’, pokrivaju svoje troskove i ostvaruju dobit upravo kroz prihode
od internet oglasavanja.??

Posto je pojasnjeno $ta se podrazumeva pod internet oglasavanjem i
koliki je njegov znacaj, sada mozemo da se vratimo na nase prvo pitanje:
za$to se podaci o li¢nosti obraduju za potrebe internet oglasavanja? Odgo-
vor na to pitanje je sledeci: kod internet oglagavanja podaci o licnosti ko-
risnika interneta se prvenstveno prikupljaju i obraduju jer su potrebni za
ciljano (usmereno) internet oglasavanje (engl. targeted online advertising).
Ciljano internet oglasavanje predstavlja oblik oglasavanja na internetu kod
koga oglasivaci, odnosno prenosioci svojim oglasnim porukama ciljaju one
korisnike interneta za koje se procenjuje da ¢e biti najvi§e zainteresovani
za odredene proizvode ili usluge. Drugim recima, oglasne poruke se pri-
kazuju ciljanim primaocima (publici) i tako potencijalno ostvaruju najveci
efekat.

Kako se ti primaoci oglasnih poruka - korisnici interneta ,.ciljaju”? Po-
stoji viSe nacina. U zavisnosti od nacina ,.ciljanja” primalaca oglasnih poruka
moguce je razlikovati tri vida ciljanog internet oglasavanja. Prvi vid je kon-
tekstualno oglasavanje, koje cilja korisnike na osnovu sadrzaja veb-sajta koji
posecuju ili klju¢nih reci koje su uneli u pretraziva¢. Drugi vid je segmen-
tirano oglasavanje, koje se zasniva na ciljanju korisnika prema podacima o
njihovim karakteristikama (kao $to su pol, starost, lokacija, pripadnost nekoj
socijalnoj grupi i druge). Treci vid ciljanog internet oglasavanja jeste ogla-
$avanje na osnovu pona$anja (engl. behavioural advertising)*® koje se bazira
na pracenju ponasanja i aktivnosti pojedinacnih korisnika interneta tokom
odredenog vremenskog perioda.?* Tipi¢an primer ciljanog oglasavanja na
internetu jeste situacija kada korisnik interneta Zeli da kupi neki proizvod
- recimo mobilni telefon, pa na internetu pretrazuje i uporeduje razli¢ite mo-
dele mobilnih telefona, a ubrzo nakon toga kre¢u da mu se pojavljuju oglasne
poruke za mobilne telefone (najces¢e onog proizvodaca cije je telefone naj-
vise gledao) na veb-sajtovima koje posecuje, drustvenim mrezama i drugim
platformama koje koristi. Ta situacija nam svima u danasnje doba zasigurno
zvudi i vi§e nego poznato, $to samo govori u prilog rasprostranjenosti i uce-
stalosti ciljanog internet oglasavanja.

22 Vid. na primer Uredba EU o digitalnim uslugama, uvodna izjava 68; Bernd Skiera et al.,
7-8.

23 Tajvid ciljnog ogla$avanja se oznacava jo$ i kao personalizovano oglasavanje (engl. perso-
nalised advertising).

24  Giovanni Sartor, Francesca Lagioia, Federico Galli, Regulating Targeted and Behavioural
Adbvertising in Digital Services: How to Ensure Users’ Informed Consent (study commis-
sioned by the European Parliament’s Policy Department for Citizens’ Rights and Con-
stitutional Affairs at the request of the JURI Committee), European Parliament, Brussels
2021, 24.
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Iz datog opisa ciljanog internet oglasavanja mogu ve¢ da se naslute, pa
i uvide dve stvari. Prvo, moze da se nasluti znacaj ciljanog oglasavanja kao
oblika internet oglasavanja. Ciljano internet oglasavanje predstavlja vrlo pre-
cizan i efikasan kanal za plasiranje proizvoda u onlajn okruzenju, te i sama
usluga ciljanog ogladavanja ima veliku vrednost. Drugo, moze da se uvidi
znacaj podataka o li¢nosti za ciljano oglasavanje. Bez prikupljanja i obrade
(velikih koli¢ina) podataka o li¢nosti ciljano internet oglasavanje ne bi bilo
izvodljivo (izuzev kontekstualnog oglasavanja). Ciljano internet oglagavanje
je upravo jedan od razloga zasto su podaci o li¢nosti danas postali vredan re-
surs u poslovanju i ne ¢udi $to ih mnogi poslednjih godina nazivaju ,valutom
budu¢nosti” kojom ve¢ sada placamo ,,besplatne” usluge onlajn platformi.

Sada kada nam je jasno zasto se podaci o li¢nosti prikupljaju i obraduju
za potrebe internet oglasavanja, ostaje da se pojasni kako se to ¢ini. Putanja
podatka o licnosti od korisnika interneta do ciljane oglasne poruke po pravi-
lu je vrlo kompleksna. Okvirno gledano mogu se uoditi tri faze te putanje.?>
Prva faza je faza prikupljanja licnih podataka od korisnika. To se ¢ini na ra-
zli¢ite nacine. Jedan deo podataka korisnici sami dobrovoljno ostavljaju, reci-
mo prilikom registracije naloga na veb-sajtovima/onlajn platformama. Drugi
deo podataka o li¢nosti korisnika se prikuplja pracenjem njihovih ponasanja i
aktivnosti na internetu, kao i putem deterministickih proracuna ili probabili-
stickim zaklju¢ivanjem.?® Najpoznatiji mehanizam pracenja internet aktivno-
sti jesu svakako tzv. ,kola¢i¢i” (kratki kodirani zapisi koje generi$e poseceni
veb-sajt i koji ostaju zapamceni u veb-pretrazivacu korisni¢kog rac¢unara), ali
tu su i mnogi drugi, poput pracenja digitalnih otisaka uredaja (engl. device
fingerprinting), praenja lokacije, merenja korisnicke interakcije (koliko dugo
korisnik zadrzi kursor misa ili prst na dodirnom ekranu iznad odredenog
dela ekrana - odredenog piksela ili podrucja) i drugih. Korisnici interneta
¢esto nisu ni svesni da se uopste i na koje se sve nacine njihovi podaci o li¢-
nosti prikupljaju.

Nakon faze prikupljanja, sledi (druga) faza obrade podataka o li¢nosti.
Obrada podataka ovde u osnovi podrazumeva profilisanje (tj. automatizova-
nu obradu koja se koristi da bi se ocenilo odredeno svojstvo li¢nosti) u cilju
analize ili predvidanja li¢nih sklonosti, interesa i ponasanja korisnika interne-
ta. Na osnovu profilisanja korisnika interneta potom je moguce izvrsiti nji-
hovu segmentaciju (po interesovanjima, demografiji, ponasanju i sli¢no), te
»personalizovati” oglasne poruke koje primaju. Kona¢no, poslednja treca faza
putanje jeste samo ciljanje korisnika interneta odgovaraju¢im oglasnim po-
rukama (koje prate njihove li¢ne karakteristike, ponasanje i interesovanja).?”

U praksi, prikazana okvirna putanja podataka o licnosti od korisnika do
ciljane oglasne poruke moze, pak, da bude dosta usloznjena. Primera radi:
mogu se angazovati razli¢iti pruzaoci usluga posredovanja u internet oglasa-

25 Bernd Skiera et al., 24.
26  G. Sartor, F. Lagioia, E. Galli, 22 i 38.

27  Vide o celom tom postupku vid. Bernd Skiera et al., 15-30; G. Sartor, F. Lagioia, E Galli,
22-55.
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vanju; zatim, sprovodenje prikupljanja i obrade podataka o li¢nosti mogu se
poveriti drugim za to specijalizovanim privrednim subjektima; od drugih su-
bjekata se mogu i pribaviti baze podataka ranije prikupljenih i obradenih po-
dataka o li¢nosti; isto tako, novosacinjene baze podataka o licnosti se mogu
dalje prenositi izmedu subjekata itd. Sve te prakse su posve upitne gledano iz
ugla prava zastite podataka o li¢nosti (i zahtevaju zasebne pravne analize).?8

Naposletku, nakon §to smo uvideli zasto i kako se podaci o li¢nosti obra-
duju za potrebe internet oglasavanja, trebalo bi da nam je jasno da ciljano in-
ternet oglasavanje predstavlja ozbiljan rizik za privatnost i zastitu podataka o
li¢nosti korisnika interneta. Zbog toga i ne ¢udi veliki broj postupaka koji se
poslednjih godina vode na osnovu Opste uredbe EU o zastiti podataka zbog
spornih praksi ciljanog internet oglagavanja. Sada na tom polju odredene no-
vine donosi Uredba EU o digitalnim uslugama. Te novine ¢e biti predmet
razmatranja u nastavku analize.

3. UREDBA EU O DIGITALNIM USLUGAMA KAO
IZVOR PRAVA ZASTITE PODATAKA O LICNOSTI

U uvodu analize je ve¢ naznaceno da je osnovni izvor EU prava zastite
podataka o li¢nosti Opsta uredba EU o zastiti podataka. Ovde je sada cilj da se
pojasni odnos Opste uredbe EU o zastiti podataka s Uredbom EU o digitalnim
uslugama. Time ¢e se dobiti jasnija slika 0 mestu Uredbe EU o digitalnim uslu-
gama, kao izvora prava, u Sirem sistemu EU prava zastite podataka o li¢nosti.

Pre razmatranja odnosa Opste uredbe EU o zastiti podataka i Uredbe EU
o digitalnim uslugama, potrebno je najpre ukratko ukazati na osnovne ka-
rakteristike potonje Uredbe, njene ciljeve, predmet uredenja, sadrzinu, te na
razloge zbog kojih se njome ureduje oblast prava zastite podataka o li¢nosti.
Pred Uredbu EU o digitalnim uslugama su postavljena dva medusobno pove-
zana cilja. Prvo, njome pokusava da se doprinese pravilnom funkcionisanju
unutra$njeg trzi$ta za usluge internet posrednika, postavljanjem uskladenih
pravila za pruzanje tih usluga. Drugo, njome tezi da se obezbedi bezbedno,
predvidljivo (transparentno) i pouzdano onlajn okruzenje za korisnike inter-
neta (potrosace i privredne subjekte), koje podsti¢e inovacije i u kojem su
osnovna prava garantovana Poveljom EU o osnovnim pravima,?® ukljucujuéi
i nacelo zastite potro$aca, efikasno za$ti¢ena.30

Iz tako postavljenih ciljeva jasno se vidi i predmet uredenja Uredbe EU
o digitalnim uslugama, a to je postavljanje — utvrdivanje novih pravila o od-
govornosti i obavezama pri pruzanju usluga internet posrednika na unutras-
njem trzistu. Usluge internet posrednika koje se tu ureduju obuhvataju tri

28 Donekle o toj problematici vid. G. Sartor, E. Lagioia, F. Galli, 22, 24-31 i 42-55.
29 Povelja Evropske unije o osnovnim pravima, 2016/C 202/02, Sluzbeni list EU, br. C
202/389, 7. jun 2016.

30 Uredba EU o digitalnim uslugama, ¢l. 1, st. 1; vid. Folkert Wilman, Saulius Lukas Kaléda,
Paul-John Loewenthal, The EU Digital Services Act: A Commentary, Oxford University
Press, Oxford 2024, 8.
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grupe usluga informacionog drustva i to: (1) usluge prenosa informacija na
komunikacionoj mrezi i usluge pristupa mrezi (mere conduit usluge); (2) us-
luge prenosa informacija, koje uklju¢uju njihovo privremeno skladitenje na
mrezi (caching usluge) i (3) usluge trajnog skladistenja informacija (hosting
usluge).3! Pri tome, pravila Uredbe EU o digitalnim uslugama se primenju-
ju na internet posrednike koji ostvaruju bitnu vezu s teritorijom EU3? kada
nude svoje usluge korisnicima koji imaju poslovno nastanjene ili se nalaze u
EU. Dakle, pravila Uredbe EU ¢e se primenjivati i na internet posrednike iz
drzava koje nisu ¢lanice EU, kada imaju uspostavljenu bitnu vezi s teritorijom
EU i nude svoje usluge u okviru nje.>3

Pravila Uredbe EU o digitalnim uslugama kojima se propisuju odgo-
vornost i obaveze internet posrednika mogu da se podele na dve grupe: (1)
pravila o isklju¢enju odgovornosti internet posrednika koje Uredba EU o di-
gitalnim uslugama preuzima (uz odredene izmene i dopune) iz Direktive o
elektronskoj trgovini** i (2) pravila o obavezama duZzne paznje (due diligence
obavezama) za transparentno i bezbedno onlajn okruzenje.>> Za nasu analizu
bitna je prevashodno druga grupa pravila, pa ¢emo se u nastavku usredsrediti
samo na nju. Tom drugom grupom pravila Uredbe EU o digitalnim usluga-
ma propisan je veci broj obaveza internet posrednika koje treba da obezbede
transparentno i bezbedno onlajn okruZzenje. Propisane obaveze su gradativno
postavljene, tj. deo obaveza vaze za sve internet posrednike, a onda se za ra-
zlicite kategorije internet posrednika dodaju nove obaveze. Gradiranje obave-
za ide slede¢om linijom: svi internet posrednici,3® pruzaoci hosting usluga,”
onlajn platforme3® i naposletku najvece obaveze su propisane za veoma velike
onlajn platforme i veoma velike onlajn pretrazivace.?

31 Uredba EU o digitalnim uslugama, ¢l. 3, tac. (g). Ranije su ove usluge bile uredene Direk-
tivom 2000/31/EZ Evropskog parlamenta i Saveta od 8. juna 2000. godine o odredenim
pravnim aspektima usluga informacionog drustva, a narocito elektronske trgovine, na
unutra$njem trzistu (nadalje, Direktiva o elektronskoj trgovini), Sluzbeni list EZ, br. L
178/1, 17. jul 2000.

32 Smatrace se da bitna veza s teritorijom EU postoji ako je pruzalac usluge osnovan u EU
ili ako to proizlazi iz fakti¢kih okolnosti, recimo: (1) broj korisnika u jednoj drzavi ¢lanici
ili vi$e njih je znatan u odnosu na broj stanovnika u tim drzavama ili (2) internet posred-
nik usmerava svoje aktivnosti prema jednoj drzavi ¢lanici ili vi$e njih. Vid. Uredbu EU o
digitalnim uslugama, ¢l. 3, tac. (d) i (e).

33 Uredba EU o digitalnim uslugama, ¢l. 2, st. 1.

34 Uredba EU o digitalnim uslugama, ¢l. 4-10, i 89; uporediti s ¢l. 12-15 Direktive o elek-
tronskoj trgovini;

35 Uredba EU o digitalnim uslugama, ¢l. 11-48.

36  Uredba EU o digitalnim uslugama, ¢l. 11-15.

37 Uredba EU o digitalnim uslugama, ¢l. 16-18.

38 Uredba EU o digitalnim uslugama, ¢l. 19-28. Dodatna posebna pravila vaze za onlajn
platforme koje omogucavaju potrosa¢ima da zakljucuju ugovore na daljinu s trgovcima,
vid. ¢l. 29-32.

39 Uredba EU o digitalnim uslugama, ¢l. 33-43 (treba da se ima u vidu da Uredba ostavlja
otvoreno pitanje kvalifikacije usluge onlajn pretrazivaca — otvoreno je pitanje pod koju
od tri standardne grupe usluga internet posrednika ona treba da se podvede; zbog toga,
donekle je i nejasan spektar obaveza koji Uredba namece onlajn pretraziva¢ima; vid. E
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Dodatno, Uredbom EU o digitalnim uslugama propisana je i posebna
(tre¢a) grupa pravila kojima treba da osigura efikasno sprovodenje pravila
postavljenih u Uredbi. Tim pravilima propisana je podeljena nadleznost za
nadzor i sprovodenje pravila Uredbe izmedu Evropske komisije (koja je nad-
lezna za veoma velike onlajn platforme i pretrazivace) i nacionalnih koordi-
natora digitalnih usluga (nadleznih za ostale internet posrednike).4’ Uz to,
propisano je osnivanje Evropskog odbora za digitalne usluge (engl. European
Board for Digital Services), kao tela koje okuplja sve koordinatore, a kojim
predsedava Evropska komisija. To nadnacionalno telo trebalo bi da doprine-
se ujednacavanju prakse nacionalnih koordinatora digitalnih usluga i Evrop-
ske komisije u primeni pravila Uredbe EU o digitalnim uslugama.*! Takode,
Uredbom EU o digitalnim uslugama propisuje se mogu¢nost izricanja veoma
visokih nov¢anih kazni internet posrednicima koji ne postupaju u skladu sa
ustanovljenim pravilima u iznosu ¢ak do 6% njihovog ukupnog svetskog pri-
hoda*? u prethodnoj poslovnoj godini.*?

Sada, posto su pojasnjeni ciljevi, predmet uredenja i sadrzina Uredbe EU
o digitalnim uslugama, pitanje za nas jeste: gde se tu uklapaju pravila o zastiti
podataka o li¢nosti? Na osnovu svega do sada iznetog, jasno je da Uredba EU
o digitalnim uslugama nema za primarni cilj uredenje oblasti zastite podata-
ka o licnosti. Ipak, ona zalazi u tu oblast, ali samo u onoj meri koliko je to
(prema oceni EU zakonodavca bilo moguce i) potrebno za ostvarenje njenih
primarnih ciljeva (uredenja poslovanja internet posrednika na unutrasnjem
trzistu i obezbedenja bezbednog, transparentnog i pouzdanog onlajn okruze-
nje za korisnike interneta).*4

Wilman, S. L. Kaléda, P-] Loewenthal, 8). Za jasniji tabelarni prikaz obaveza koje se na-
mecu razli¢itim kategorijama internet posrednika vid. Martin Husovec, ,Rising Above
Liability: The Digital Services Act as a Blueprint for the Second Generation of Global
Internet Rules”, Berkeley Technology Law Journal 38(3)/2023, 900; za pregled obaveza vid.
Dusan V. Popovi¢, ,Doprinos Uredbe EU o digitalnim uslugama transparentnijem radu
onlajn posrednika’, Uskladivanje poslovnog prava Srbije sa pravom EU - 2023 (ur. Vuk
Radovi¢), Univerzitet u Beogradu — Pravni fakultet, Beograd 2024, 261-280.

40 DrZave ¢lanice duzne su da jedan ili vi$e svojih nacionalnih organa odrede za koordina-
tore digitalnih usluga. To mogu da budu i nacionalna tela za zatitu podataka o li¢nosti.
Nacionalni koordinatori digitalnih usluga su u odredenim slu¢ajevima nadlezni i prema
veoma velikim onlajn platformama i pretraziva¢ima.

41  Vid. Uredbu EU o digitalnim uslugama, ¢l. 49-88. Organi nadlezni za sprovodenje Ured-
be EU o digitalnim uslugama mogu da saraduju s drugim EU i nacionalnim telima, uk-
ljucujudi i tela za zadtitu podataka o li¢nosti.

42 Vid. Uredbu EU o digitalnim uslugama, ¢l. 3, ta¢. (x) - kod definisanja $ta se podrazume-
va pod prihodom (engl. turnover) upucuje se na propise prava konkurencije EU.

43 Uredba EU o digitalnim uslugama, ¢l. 52 i 74.

44  Ako se uporedi pravni osnov donosenja propisa EU u oblasti zastite podataka o li¢nosti
s pravnim osnovom dono$enja Uredbe EU o digitalnim uslugama moze da se vidi da su
oni razli¢iti. Prvi su doneti na osnovu ¢l. 16, st. 2 Ugovora o funkcionisanju EU (zastita
podataka o li¢nosti), dok je Uredba EU o digitalnim uslugama doneta na osnovu ¢l. 114
Ugovora o funkcionisanju EU (pribliZavanje propisa radi zatite unutrasnjeg trzista). Vid.
E Wilman, S. L. Kaléda, P-J Loewenthal, 209, fn. 386; Ugovor o funkcionisanju Evropske
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Logi¢no pitanje koje se tu namece jeste: kako je to obrada podataka o li¢-
nosti bitna za ciljeve Uredbe EU o digitalnim uslugama? Pa bitna je najmanje
iz dva razloga. Najpre, internet posrednici, ¢ije poslovanje ureduje Uredba
EU o digitalnim uslugama, se u okviru svog redovnog poslovanja po pravilu
upustaju u obradu podataka o li¢nosti (izmedu ostalog i za potrebe inter-
net oglasavanja). Naime, oni mogu da budu kvalifikovani kao rukovaoci (ako
odreduju svrhu i nac¢in obrade podataka o li¢nosti) ili kao obradivaci (ako
samo obraduju podatke o li¢nosti u ime i na osnovu uputstava rukovaoca) u
smislu Opste uredbe EU o zastiti podataka.*> Pored toga, bezbedno, transpa-
rentno i pouzdano onlajn okruzenje koje Uredba EU o digitalnim uslugama
tezi da obezbedi nesporno podrazumeva i adekvatnu zastitu podataka o li¢-
nosti korisnika interneta.“® Upravo zbog toga se zaitita podataka o li¢nosti
nasla u domenu predmeta uredenja analizirane Uredbe.

Uredba EU o digitalnim uslugama svakako ne tezi da sveobuhvatno ure-
di oblast zaitite podataka o li¢nosti. Stavise, njena pravila u tu oblasti zalaze
sporadi¢no i to vise indirektno, nego direktno. Pravilima Uredbe EU o digi-
talnim uslugama se ,,zalazi” u oblast zastite podataka o li¢nosti prevashodno
kod uredenja internet oglasavanja ($to je i predmet nase analize). Pored toga,
pravila Uredbe EU o digitalnim uslugama su znacajna za zastitu podataka o
li¢nosti i u vezi s nekim drugim aspektima pruzanja usluga internet posred-
nika, kao §to su kori$¢enje sistema preporuka (engl. recommender system)*’ i
izvr$avanje odredenih obaveza koje Uredba namece (ili preporucuje) internet
posrednicima, a koje zahtevaju obradu podataka o li¢nosti (poput, sprovode-
nja mehanizma ,,obave$tenja i delovanja’, uspostavljanja internog sistema za
reSavanje prituzbi i drugih).*8

Konac¢no, dolazimo i do pitanja odnosa Uredbe EU o digitalnim usluga-
ma s Op$tom uredbom EU o zastiti podataka. Da li je Uredba EU o digital-
nim uslugama tu lex specialis? Odgovor je odri¢an.*” Samom Uredbom EU o
digitalnim uslugama je to i izricito propisao. Preciznije, izri¢ito je naznaceno
da ona ne dovodi u pitanje pravila utvrdena drugim propisima EU koji regu-
liSu druge aspekte pruzanja usluga internet posrednika na unutra$njem trzi-
$tu ili koji preciziraju i dopunjuju njena pravila, te da se to narocito odnosi

unije, potpisan 13. decembra 2007, 2016/C 202/01, Sluzbeni list EU, br. C 202/1, 7. jun
2016, ¢l. 16, st. 211 114.

45 European Data Protection Board, Guidelines 3/2025 on the Interplay Between the DSA
and the GDPR, Version 1.1, 12 September 2025, https://www.edpb.europa.eu/our-work-
tools/documents/public-consultations/2025/guidelines-32025-interplay-between-dsa-and-
gdpr_en, 25. septembar 2025. (nadalje, EDPB Guidelines 3/2025), 6-7.

46 U tom kontekstu vid. Uredbu EU o digitalnim uslugama, uvodnu izjavu 68.

47  Uredba EU o digitalnim uslugama, ¢l. 27 i 38.

48 Zavise o ,dodirnim tackama” Uredbe EU o digitalnim uslugama i oblasti zastite poda-
taka o licnosti vid. EDPB Guidelines 3/2025, 9-39 i Carsten Ullrich, ,GDPR Compli-
ance Implications When Implementing the DSA’, European Data Protection Law Review
10(2)/2024, 211-222.

49  EDPB Guidelines 3/2025, 8.
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na pravila Opste uredbe EU o zastiti podataka i Direktive o e-privatnosti (kao
drugog znacajnog EU propisa u oblasti zastite podataka o li¢nosti).>

Polazeci od navedenog naznacenja u samoj Uredbi EU o digitalnim uslu-
gama, moze da se zakljuc¢i da su njena pravila tu da budu komplementarna,
da dopune pravila Opste uredbe EU o zastiti podataka (a i Direktive o e-pri-
vatnosti), te da ih tako treba tumaciti i primenjivati.’! Upravo zbog potrebe
da se pravila oba ta propisa koherentno tumace Evropski odbor za zastitu
podataka (engl. European Data Protection Board) objavio je u toku septembra
2025. godine smernice po tom pitanju.>?

Da sumiramo, pravila Uredbe EU o digitalnim uslugama se samo na-
dovezuju na i ,nadograduju” (ne i zamenjuju) postojeca pravila zastite po-
dataka o li¢nosti u EU.>3 U ¢emu se ogleda to ,nadogradivanje” kod obrade
podataka o li¢nosti za potrebe internet oglagavanja bic¢e objasnjeno u nared-
nom delu analize.>*

4. PRAVILA UREDBE EU O DIGITALNIM
USLUGAMA ZNACAJNA ZA OBRADU PODATAKA O
LICNOSTI ZA POTREBE INTERNET OGLASAVANJA

Mogu da se izdvoje cetiri grupe pravila Uredbe EU o digitalnim uslu-
gama koje su znacajne za obradu podataka o li¢nosti za potrebe internet
oglasavanja. Radi se o sledece Cetiri grupe pravila: (1) pravilima o zabrani
internet oglasavanja zasnovanog na profilisanju odredenih vrsta podataka o
li¢nosti; (2) pravilima o transparentnosti internet oglasavanja; (3) pravilima o
dodatnim obavezama veoma velikih onlajn platformi i veoma velikih onlajn
pretrazivaca u vezi s internet oglagavanjem i (4) pravilima o dobrovoljnim
kodeksima postupanja u internet oglasavanju.>>

50 Uredba EU o digitalnim uslugama, ¢l. 2, st. 4, tal. (g), kao i uvodnu izjavu 10. Vid. i
Direktivu 2002/58/EZ Evropskog parlamenta i Saveta od 12. jula 2002. godine obradi
podataka o li¢nosti i zastiti privatnosti u sektoru elektronskih komunikacija (nadalje, Di-
rektiva o e-privatnosti), Sluzbeni list EZ, br. L 201, 31. jul 2002. Za viSe o Direktivi o e-
privatnosti, vid. A. Savin, 417-427.

51 M. Pathak, 51-52.
52  EDPB Guidelines 3/2025.

53  Za vise o pravilima zastite podataka o li¢nosti u ciljanom internet oglasavanju pre do-
no$enja Uredbe EU o digitalnim uslugama vid. Eleni Tzoulia, ,Targeted Advertising in
the Digital Era: Modern Challenges to Consumer Privacy and Economic Freedom: The
Responses of the EU Legal Order”, EU Internet Law in the Digital Single Market (eds. Ta-
tiana-Eleni Synodinou, Philippe Jougleux, Christiana Markou, Thalia Prastitou-Merdi),
Springer Nature Switzerland, Cham, Switzerland 2021, 447-477.

54 Ovde samo treba da se napomene da je oblast ciljanog internet oglasavanja u politic¢-
ke svrhe uredena zasebnom Uredbom (EU) 2024/900 Evropskog parlamenta i Saveta od
13. marta 2024. godine o transparentnosti i targetiranju (ciljanju) politickog oglasavanja,
Sluzbeni list EU, br. L 2024/900, 20. mart 2024, ¢l. 18-20. Re$enja te Uredbe se nece raz-
matrati u ovoj analizi.

55 Vid. Bram Duivenvoorde, Catalina Goanta, ,,The Regulation of Digital Advertising Un-
der the DSA: A Critical Assessment”, Computer Law & Security Review 51/2023, 8.
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4.1. Zabrana internet oglasavanja zasnovanog na profilisanju odredenih
vrsta podataka o licnosti

Uredom EU o digitalnim uslugama zabranjuje se pruzaocima usluga on-
lajn platformi da korisnicima njihovih usluga prikazuju oglasne poruke na
osnovu profilisanja, koje je zasnovano na kori$¢enju: (1) tzv. ,osetljivih” po-
dataka o li¢nosti*® ili (3) podataka o li¢nosti maloletnih lica.”” Radi se o dve
posebne, ali komplementarne obaveze za pruzaoce usluga onlajn platformi.
U nastavku ¢emo prvo ukazati na zajednicke karakteristike te dve obaveze, a
potom i na neke njihove specifi¢nosti. Zajednicke karakteristike odnose se na
subjekta obaveza, sadrzinu obaveza - zabranu, te upucivanje na odredbe Op-
$te uredbe EU o zastiti podataka, dok se specifi¢nosti pre svega ticu razli¢itog
predmeta zabrane.

Subjekt navedenih zabrana jeste pruzalac usluga onlajn platformi.®® U
smislu Uredbe EU o digitalnim uslugama onlajn platforme su potkategorija
hosting usluga. Ono $to onlajn platforme razlikuje od opste kategorije hosting
usluga jeste to $to one, na zahtev korisnika, ne samo da skladiste dostavljene
informacije, ve¢ ih i dalje diseminiraju (¢ine dostupnim) javnosti. Tipi¢ni pri-
meri onlajn platformi, koji se navode i u Uredbi, jesu drustvene mreze, kao i
platforme koje omogucavaju potrosac¢ima da zaklju¢uju ugovore na daljinu s
trgovcima (onlajn prodavnice).>® Kao $to je napred ve¢ napomenuto (vid. deo
2) onlajn platforme se ¢esto upustaju u pruzanje usluge internet oglasavanja,
te (kao prenosioci oglasnih poruka) za naknadu na svom interfejsu prikazu-
ju svojim korisnicima oglasne poruke drugih lica (oglasivaca).®® Upravo, u
tim slucajevima, kada za naknadu prikazuju svojim korisnima oglasne poru-
ke drugih lica, onlajn platforme obavezuju ovde razmatrane dve zabrane iz
Uredbe EU o digitalnim uslugama.®!

Sadrzina razmatranih obaveza ogleda se u zabrani prikazivanja oglasnih
poruka na osnovu profilisanja koje je zasnovano na obradi odredenih vrsta

56 Uredba EU o digitalnim uslugama, ¢l. 26, st. 3.
57  Uredba EU o digitalnim uslugama, ¢l. 28, st. 2.

58  Za kritiku preusko odredenog subjekta obaveze vid. Sebastian Becker, Jan Penfrat, ,,The
DSA Fails to Reign in the Most Harmful Digital Platform Businesses — But It Is Still Use-
ful’, Putting the DSA Into Practice: Enforcement, Access to Justice, and Global Implications
(eds. Joris van Hoboken, Jodo Pedro Quintais, Naomi Appelman, Ronan Fahy, Ilaria Buri,
Marlene Straub), Verfassungsbooks, Berlin 2023, 58.

59  Vid. Uredbu EU o digitalnim uslugama, ¢l. 3, tal. (i), kao i uvodne izjave 13 i 14. Uredba
daje smernice i za razgrani¢enje odredenih grani¢nih situacija izmedu hosting usluga i
onlajn platformi - kada je diseminiranje informacija javnosti isklju¢ivo sporedna, odno-
sno pomoc¢na funkcionalnost hosting usluge.

60 Napred je ve¢ bilo re¢i o odredenju internet oglagavanja (vid. deo 2). Ovde je korisno jo§
jednom da se napomene da Uredba EU o digitalnim uslugama u ¢l. 3, tad. (r) daje defini-
ciju ,,oglasne poruke” (engl. advertisement), prema kojoj oglasna poruka predstavlja ,,in-
formaciju namenjenu promociji poruke pravnog ili fizickog lica, bez obzira na to da li se
njome tezi ostvarivanju komercijalnih ili nekomercijalnih ciljeva, a koju onlajn platforma
prikazuje na svom onlajn interfejsu uz naknadu, posebno radi promocije te informacije.

61 Vid. B. Duivenvoorde, C. Goanta, 5 (autori ukazuju na ¢injenicu da odredeni oblici oglasa-
vanja - reklamiranja na onlajn platformama ostaju tako van domasaja delovanja Uredbe).
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podataka o li¢nosti. Drugim rec¢ima, radi se o zabrani ciljanog internet ogla-
$avanja baziranog na spornim vidovima profilisanja.? Za odredenje pojma
»profilisanja’, Uredba EU o digitalnim uslugama direktno upucuje na defini-
ciju iz Opste uredbe EU o zastiti podataka (¢l. 4, tac. 4). Pod profilisanjem se
tako podrazumeva: ,,svaki oblik automatske obrade podataka o li¢nosti koji
se sastoji od kori$¢enja podataka o li¢nosti za procenu odredenih li¢nih as-
pekata u vezi s fizickim licem, posebno za analizu ili predvidanje aspekata u
vezi s radnim uc¢inkom, materijalnim stanjem, zdravljem, li¢cnim sklonosti-
ma, interesima, pouzdanos$¢u, ponasanjem, lokacijom ili kretanjem tog fizi¢-
kog lica”®3

Kod formulacije (sadrzine) navedenih zabrana dolazi do izrazaja cinje-
nica da Uredba EU o digitalnim uslugama nije propis koji primarno regulise
oblast zastite podataka o li¢nosti, ve¢ propis ¢ija je primarna funkcija urede-
nje poslovanja internet posrednika. Naime, datim zabranama se ne zabranjuje
sama radnja profilisanja odredenih kategorija podataka o li¢nosti za potrebe
ciljanog internet oglasavanja (Sto bi se ocekivalo od propisa iz oblasti prava
zastite podataka o li¢nosti), nego se zabranjuje prikazivanje oglasnih poruka
na osnovu spornih vidova profilisanja ($to se o¢ekuje od propisa koji ureduje
obaveze pruzanja digitalnih usluga). Uredba EU o digitalnim uslugama tako
izbegava da direktno uredi obradu podataka o li¢nosti za potrebe ciljanog
oglagavanja na onlajn platformama, nego ureduje naknadnu povezanu aktiv-
nost prikazivanja oglasne poruke.®* Prakti¢no to zna¢i da onlajn platforme
mogu i dalje da profiliSu date kategorije podataka (ako to ¢ine u skladu s
Opstom uredbom EU o zastiti podataka), ali ne smeju samo da ciljano pri-
kazuju oglasne poruke na osnovu takvog profilisanja na svom korisnickom
interfejsu (ali nema izric¢ite zabrane da to ne mogu da ¢ine negde drugde na
internetu). Takvo resenje otvara pitanje delotvornosti tih zabrana i prostor je
za kritiku.%®

Posto smo pojasnili ko je subjekt i u ¢emu se ogleda sadrzina navedene
dve zabrane, predimo sada na njihove specificnosti. Prva zabrana se odnosi
na prikazivanje oglasnih poruka (ciljano internet oglagavanje) na osnovu pro-
filisanja, koje je zasnovano na kori$¢enju posebnih vrsta podataka o li¢nosti
odredenih ¢l. 9, st. 1 Opste uredbe EU o zastiti podataka (tzv. ,,osetljivih po-
dataka o li¢nosti”). Kao $to moze da se vidi i ovde Uredba EU o digitalnim
uslugama upucuje na direktnu primenu odredbe Opste uredbe EU o zastiti
podataka, koja pod osetljive podatke svrstava: podatke o li¢nosti koji otkriva-
ju rasno ili etni¢ko poreklo, politicko opredeljenje, verska ili filozofska ube-
denja ili pripadnost sindikatu, kao i genetske podatke, biometrijske podatake

62 Za primenu zabrana nije bitno ko sprovodi profilisanje — da li onlajn platforma ili neko
drugo lice. EDPB Guidelines 3/2025, 25.

63 Opsta uredba EU o zastiti podataka, ¢l. 4, tac. 4.
64 F Wilman, S. L. Kaléda, P-J Loewenthal, 2010.

65 S. Becker, J. Penfrat, 58 (autori ukazuju da zabrana propisana u Uredbi EU o digitalnim
uslugama nece obuhvatiti mehanizme poput ,,kolaci¢a” i banera za pracenje koji se pojav-
ljuju kao oglasne poruke na veéini veb-sajtova, zahvaljuju¢i Google ads servisima).
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koji se obraduju u svrhu jedinstvene identifikacije fizickog lica, podatke o
zdravstvenom stanju, te podatke o seksualnom Zivotu ili seksualnoj orijenta-
ciji fizickog lica.5®

Kao razlog za uvodenje ove zabrane navodi se prevencija drustvenih ri-
zika ciljanog internet oglasavanja zasnovanog na profilisanju osetljivih po-
dataka o licnosti, a ne sama zastita podataka o licnosti ($to je opet povezano
s primarnom svrhom Uredbe EU o digitalnim uslugama).®’ Konkretnije, u
uvodnoj izjavi Uredbe EU o digitalnim uslugama istice se da ciljano oglasa-
vanje zasnovano na profilisanju osetljivih podataka o li¢nosti moze rezulto-
vati u iskori$¢avanja ranjivosti korisnika interneta, te primeni manipulativnih
tehnika na njih. Pri tome, takve manipulativne tehnike mogu negativno uti-
cati na citave grupe, te biti $tetne po $ire drustvo, na primer kada doprinose
kampanjama dezinformisanja ili diskriminaciji odredenih grupa. Stoga, kon-
statuje se da ciljano internet oglasavanje zasnovano na profilisanju osetljivih
podataka o li¢nosti treba da se zabrani.®® Nezavisno od date proklamacije iz
uvodne izjave Uredbe EU o digitalnim uslugama, nesporno je da razmatrana
zabrana doprinosi (in)direktno i zastiti (osetljivih) podataka o li¢nosti kori-
snika interneta.

Treba skrenuti paznju, da je i ranije Opsta uredba EU o zastiti podataka
zabranjivala obradu uopste, pa i profilisanje, osetljivih podataka o li¢nosti,
ali uz odredene izuzetke.®® Ipak, Uredba EU o digitalnim uslugama ide sada
korak dalje i njena zabrana je apsolutna (bez izuzetaka). Zbog toga postoji i
odredeni optimizam u pogledu anticipiranja njenog efekta u praksi. Na pri-
mer, o¢ekuje se da ¢e se onlajn platforme u odredenim oblastima, kao $to je
recimo oblast zdravstva (kod koje ciljano oglasavanje na osnovu profilisanja
tesko da moze da se sprovede bez kori§¢enja osetljivih podataka o li¢nosti),

66  Opsta uredba EU o zadtiti podataka, ¢l. 9, st. 1. Kada je re¢ o obimu kategorije osetljivih
podataka o licnosti (¢ije se kori$¢enje u svrhe ciljanog internet oglagavanja ovde zabra-
njuje), on ne samo da je postavljen dosta Siroko odredbom Opste uredbe EU o zaititi po-
dataka, nego je i Sud pravde EU potvrdio da on treba $iroko da se tumaci. Shodno tome,
primenom zabrane iz Uredbe EU o digitalnim uslugama po pravilu treba da se obuhvati
profilisanje, ne samo podataka o li¢nosti koji su po svojoj prirodi osetljivi, ve¢ i profilisa-
nje podataka koji posredno otkrivaju te osetljive podatke — putem izvodenja zakljucaka,
dedukcije ili ukr$tanja razli¢itih izvora (na primer, to bi bila situacija u kojoj bi onlajn
platforma na osnovu profilisanja podataka o lokaciji korisnika — ¢este posete odredenih
religijskih mesta, pretpostavila njegovo versko uverenje i potom koristila taj podatak da
predvidi njegove Zivotne i kupovne navike, a zatim mu prikazala oglasnu poruku na bazi
tih predvidanja). Vid. E Wilman, S. L. Kaléda, P-] Loewenthal, 211; EDPB Guidelines
3/2025, 25 i Uredbu EU o digitalnim uslugama, uvodnu izjavu 69.

67 F Wilman, S. L. Kaléda, P-] Loewenthal, 210.

68 Uredba EU o digitalnim uslugama, uvodna izjava 69. F. Wilman, S. L. Kaléda, P-J
Loewenthal, 2010. (autori ukazuju na vezu navedene zabrane i pitanja o zastiti podataka
o li¢nosti koja su postavljena tokom postupka donosenja Uredbe). Vise o legislativnom
postupku donosenja Uredbe EU o digitalnim uslugama videti kod istih autora 209-2010,
kao i u S. Becker, J. Penfrat, 57-58.

69 Opsta uredba EU o zastiti podataka, ¢l. 9, st. 2 i ¢l. 22, st. 4; vid. P. Voigt, A. von dem
Bussche, 110-116.
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sada u velikoj meri morati da se preusmere na kontekstualno oglasavanje.”®
Opet, tu si i oni koji ne dele taj optimizam.”!

Druga zabrana tice se prikazivanja oglasnih poruka (ciljanog internet
oglasavanja) na osnovu profilisanja podataka maloletnih lica. Konkretni-
je, pruzaocu usluge onlajn platforme zabranjeno je da na svom interfejsu
prikazuje oglasne poruke na osnovu profilisanja li¢cnih podataka korisnika
usluge, kada je s razumnom izvesno$¢u svestan da je korisnik maloletan.”?
Ova zabrana je u velikoj meri podudarna s prethodnom po karakteristika-
ma. Ona, takode, ,,nadograduje” ve¢ stroza pravila Opste uredbe EU o zastiti
podataka.”® Njena specifi¢nost je, pak, to $to da bi se zabrana ,aktivirala”
pruzalac usluge onlajn platforme mora da bude svestan s razumnom izve-
sno$cu (engl. aware with reasonable certainty) da je korisnik njegove usluge
maloletno lice. Kada ¢e ovaj pravni standard da bude ispunjen, ostaje otvo-
reno pitanje.”* Ono $to je sigurno, pruzalac usluge onlajn platforme nema
obavezu da prikuplja i obraduje dodatne podatke o li¢nosti svojih korisnika,
kako bi utvrdio da li su oni maloletni.”> Kada bi ta obaveza postojala imali
bismo paradoksalnu situaciju - podsticala bi se masovnija obrada podataka
o li¢nosti maloletnih lica.”®

4.2. Transparentnost internet oglasavanja

Uredbom EU o digitalnim uslugama stavlja se veliki akcenat na tran-
sparentnost u poslovanju internet posrednika. Njome se stoga propisuje niz
obaveza za internet posrednike koje imaju za cilj da obezbede vecu transpa-
rentnost celog procesa pruzanja njihovih usluga.”” Jedna grupa tih obaveza
je posebno bitna za pitanje nase analize. Re¢ je obavezama transparentnosti
oglasavanja na onlajn platformama.

Naime, pruzaoci usluga onlajn platformi’® koji prikazuju oglasne poruke
na svojim onlajn interfejsima duzni su da obezbede da, za svaku konkretnu

70  Dentos, ,Digital Advertising and AdTech Under the EU Digital Markets Act and Digital
Services Act’, 1 February 2024, https://www.dentons.com/en/insights/articles/2024/febru-
ary/1/digital-advertising-and-adtech-under-the-eu-digital-markets-act-and-digital-servic-
es-act, 27. septembar 2025.

71  S. Becker, J. Penfrat, 57-59; B. Duivenvoorde, C. Goanta, 10.

72 Uredba EU o digitalnim uslugama, ¢l. 28, st. 2 i uvodna izjava 71.

73  Opsta uredba EU o zastiti podataka, uvodne izjave 38 i 58 i ¢l. 8; vid. i P. Voigt, A. von
dem Bussche, 98-99; B. Duivenvoorde, C. Goanta, 10-11.

74  F. Wilman, S. L. Kaléda, P-] Loewenthal, 221.

75 Uredba EU o digitalnim uslugama, ¢l. 28, st. 3.

76  Dodatno, za $iri kontekst zastite podataka o li¢nosti maloletnih lica Uredbom EU o di-
gitalnim uslugama, vid. EDPB Guidelines 3/2025, 29-32, kao i Sophie Stalla-Bourdillon,
»A GDPR Lens on the Draft Article 28 DSA Guidelines and Their Approach to Age As-
surance’, European Data Protection Law Review 11(2)/2025, 207-214.

77 Vid. D. V. Popovi¢ (2023), 265-271.

78 Ko se smatra pruzaocem usluge onlajn platformi i $ta se smatra oglasnom porukom u
smislu Uredbe EU od digitalnim uslugama razjasnjeno je u delovima 4.1. i 2. ove analize.
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oglasnu poruku koja se prikazuje svakom pojedina¢nom korisniku, korisnici
usluge mogu jasno, sazeto i nedvosmisleno, i u realnom vremenu, da utvr-
de sledece: (1) da je re¢ o oglasnoj poruci (ukljucujuéi i putem istaknutih
oznaka); (2) fizicko ili pravno lice u ¢ije ime se oglasna poruka prikazuje;
(3) fizicko ili pravno lice koje je platilo oglasnu poruku, ukoliko je to lice
razlic¢ito od fizickog ili pravnog lica u ¢ije ime se oglasna poruka prikazuje
i (4) svrsishodne informacije, direktno i lako dostupne iz oglasne poruke, o
glavnim parametrima koji su kori$¢eni da bi se odredio korisnik kojem se
oglasna poruka prikazuje, i, gde je primenljivo, o nac¢inu na koji ti parametri
mogu da se izmene.”” Iz datih obaveza onlajn platformi fakti¢ki proizlaze ko-
respondentna prava korisnika onlajn platformi (primalaca oglasnih poruka)
da budu informisani o oglasavanju.

Za zastitu podataka o licnosti tu je posebno znacajno pravo korisnika
onlajn platformi da budu informisani o glavim parametrima koji su korisce-
ni da odredene oglasne poruke bude prikazane ba$ njima. Konkretnije, ko-
risnici onlajn platformi moraju da budu (svrsishodno) informisani o logici
iza metoda koji je kori§¢en za prikazivanje oglasne poruke (na primer da li
se radi o kontekstualnom ili nekom drugom tipu oglagavanja), te ako se radi
o profilisanju, o glavnim kriterijumima profilisanja. Dodatno, oni moraju da
budu obavesteni i o svim moguénostima za izmenu tih kriterijjuma. Sve te
informacije moraju da budu dostupne korisnicima onlajn platformi direktno
iz interfejsa na kome je prikazana oglasna poruka (na primer putem linka).8°
Garantovanjem datog prava korisnicima onlajn platformi se omogucava da
blagovremeno saznaju za, a i reaguju u slucaju nezeljene ili nezakonite obrade
njihovih podataka o licnosti za potrebe internet oglagavanja. Stoga, u njemu
moze da se vidi znacajan potencijal, kao mehanizmu, za jacanje zastite poda-
taka o li¢nosti u sferi internet oglagavanja na onlajn platformama.?! Kako bi
se taj potencijal ostvario, korisnici onlajn platformi moraju da se koriste ovim
svojim novim pravom. U kojoj meri ¢e oni to u praksi i da ¢ine, ostaje nam
da vidimo. Odredeni razlog za pesimizam postoji, ako uzmemo u obzir da
korisnici interneta ¢esto ili nisu svesni ili nisu zainteresovani da ¢itaju ovakav
tip informacija, a neretko ih i nedovoljno razumeju.8?

Jo$ jedna stvar na koju ovde treba ukazati jeste da prikazane obaveze
transparentnosti oglasavanja na onlajn platformama iz Uredbe EU o digital-
nim uslugama nisu izolovano resenje. One predstavljaju deo $ireg pravnog
okvira EU kojim se ureduju razli¢iti aspekti transparentnosti ogladavanja.
Taj $iri pravni EU okvir, takode obuhvata i pravila Opste uredbe EU o zasti-

79  Uredba EU o digitalnim uslugama, ¢l. 26, st. 1 i uvodna izjava 68.
80 Uredba EU o digitalnim uslugama, uvodna izjava 68.

81 Da uvek postoje dve strane iste medalje vid. EDPB Guidelines 3/2025, 29-32 (ukazuje se
na potencijalne rizike za zastitu podataka o li¢nosti povezane s izvr§enjem obaveze in-
formisanja korisnika onlajn platformi o glavim parametrima kori§¢enim za prikazivanje
oglasnih poruka).

82 B. Duivenvoorde, C. Goanta, 8 (autori ukazuju da korisnicima onlajn platformi ovde

pruzene informacije nece uvek biti dovoljne da na osnovu njih razumeju da li i kako se
njihove ranjivosti iskori$¢avaju za ciljano internet oglagavanje).
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ti podataka (relevantna za obradu li¢nih podataka u kontekstu oglasavanja,
naro¢ito ciljanog oglagavanja),3® kao i pravila Direktive o e-privatnosti (koja
se odnose na skladi$tenje informacija u terminalnoj opremi i pristup takvim
informacijama).84 Predmetne obaveze transparentnosti oglagavanja na onlajn
platformama iz Uredbe EU o digitalnim uslugama se nadovezuju na ta pravi-
la iz Opste uredbe EU o zastiti podataka i Direktive o e-privatnosti i nastav-
ljaju da vaze paralelno s njima.%>

Pored ovde opisanih, za veoma velike onlajn platforme i pretrazivace vazi
i dodatna obaveza transparentnosti u vezi s internet oglasavanjem. O njoj ¢e
vi$e reci biti u narednom delu nase analize.

4.3. Dodatne obaveze veoma velikih onlajn platformi i veoma velikih onlajn
pretraZivaca u vezi s internet oglasavanjem

Treca grupa pravila Uredbe EU o digitalnim uslugama znacajna za obra-
du podataka o li¢nosti za potrebe internet oglasavanja jesu pravila koja se
odnose na dodatne obaveze veoma velikih onlajn platformi i veoma velikih
onlajn pretrazivaca. Pod veoma velikim onlajn platformama (engl. very lar-
ge online platforms — VLOPs) i veoma velikim onlajn pretrazivac¢ima (engl.
very large online search engines — VLOSEs) smatraju se one onlajn platforme
i pretrazivai®® koji imaju u proseku 45 miliona ili vie mese¢no aktivnih ko-
risnika u EU (odnosno 10% stanovnistva EU)®’ i kojima je Evropska komisi-
ja utvrdila taj status.8 Od dodatnih obaveza koje se namec¢u veoma velikim
onlajn platformama i pretraziva¢ima, nekoliko moze biti znacajno za zastitu

83 Opsta uredba EU o zadtiti podataka, ¢l. 21 (pravo na prigovor na obradu podataka o li¢-
nosti) i 22 (donosenje automatizovanih pojedina¢nih odluka, uklju¢ujuéi i profilisanje).

84  Direktiva o e-privatnosti, ¢l. 5, st. 3.

85 F Wilman, S. L. Kaléda, P-J Loewenthal, 207; Uredba EU o digitalnim uslugama, uvodna
izjava 68; za detaljnije 0 odnosu ¢l. 26, st. 1 Uredbe EU o digitalnim uslugama s Opstom
uredbom EU o zadtiti podataka vid. EDPB Guidelines 3/2025, 21-24, 26; vid. Florina
Pop, Leila Debiasi, ,,T'he Right to Information Evolved: GDPR and the DSA’s Transpa-
rency Landscape”, EIPA Blog, 23 April 2025, https://www.eipa.eu/blog/dsa-and-gdpr-tran-
sparency-obligations/?utm_source=chatgpt.com, 29. septembar 2025. (autorke posmatraju
re$enja Uredbe EU o digitalnim uslugama kao ,nadogradnju” re§enja o transparentnosti
i pravnu na informisanost iz Opste uredbe EU o zastiti podataka).

86 Uredba EU o digitalnim uslugama odreduje uslugu onlajn pretrazivanja kao vrstu usluge
posredovanja na internetu koja omogucava korisnicima da putem upita (klju¢na re¢, gla-
sovni zahtev, fraza ili drugi unos) pretrazuju sve ili deo veb-sajtova i dobijaju rezultate u
formatu koji sadrzi trazene informacije; vid. ¢l. 3, tal. (j).

87  Uredba EU o digitalnim uslugama, ¢l. 33, st. 1 i uvodna izjava 76.

88  Vid. Uredbu EU o digitalnim uslugama, ¢l. 33, st. 4-6. Do sada je Evropska komisija sta-
tus veoma velikih onlajn platformi utvrdila platformama kao $to su AliExpress, Amazon
Store, App Store, Booking.com, Google Play, Google Maps, YouTube, LinkedIn, Facebook,
Instagram, TikTok, X, Whaleco Technology Limited (Temu), Wikipedia i druge. Status ve-
oma velikih onlajn pretrazivaca utvrden je za Google Search i Microsoft (Bing). Vid. veb-
sajt Evropske komisije - European Commission, ,,Supervision of the Designated Very
Large Online Platforms and Search Engines Under DSA”, https://digital-strategy.ec.europa.
eu/en/policies/list-designated-vlops-and-vloses, 30. septembar 2025.
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podataka o li¢nosti u kontekstu internet oglasavanja. 8 U prvom planu su tu
obaveze: (1) procene rizika; (2) preduzimanja mera za smanjenje rizika i (3)
obaveza vodenja repozitorijuma oglasnih poruka.®®

Prva i druga obaveza su medusobno povezane. Veoma velike onlajn plat-
forme i pretrazivaci duzni su da najmanje jednom godis$nje utvrduju, analizi-
raju i procenjuju sve sistemske rizike u EU koji proizlaze iz dizajna ili na¢ina
funkcionisanja njihovih usluga, kao i od kori$¢enja njihovih usluga. Pri tome,
u Uredbi se kao jedan od sistemskih rizika koji mora da bude predmet proce-
ne izri¢ito navodi: ,,svako stvarno ili predvidivo negativno dejstvo na ostva-
rivanje osnovnih prava, a narocito: [...] prava na zastitu podataka o li¢nosti
utvrdenog ¢l. 8 Povelje”®! Dodatno, izri¢ito se propisuje da prilikom sprovo-
denja procene rizika veoma velike onlajn platforme i pretraziva¢i moraju da
se uzmu u obzir, izmedu ostalog, i kako njihovi sistemi za odabir i prikaziva-
nje oglasnih poruka uti¢u na analizirane sistemske rizike.?

Logi¢no, procena rizika sama po sebi nije dovoljna, ve¢ na rizike treba
adekvatno i da se odgovori. Zato se Uredbom EU o digitalnim uslugama za
veoma velike onlajn platforme i pretrazivace propisuje dodatna obaveza preu-
zimanja mera za smanjenje (procenom) utvrdenih sistemskih rizika. Te mere
za smanjenje rizika moraju da budu razumne, proporcionalne, delotvorne i
prilagodene sistemskim rizicima na koje se odnose. Uz to, prilikom njihovog
preduzimanja mora narocito da se vodi racuna o uticaju takvih mera na os-
novna prava.”? Kao jedan od primera mogu¢ih mera za smanjenje rizika, u
Uredbi se navodi prilagodavanje sistema oglasavanja i dono$enje mera usme-
renih na ogranic¢avanje ili prilagodavanje prikazivanja oglasnih poruka u od-
nosu na uslugu koju pruzaju.”* Znacaj navedene dve obaveze koje postavlja
Uredba EU o digitalnim uslugama za zastitu podataka o li¢nosti u internet
oglasavanju, ogleda se u tome $to one deluju preventivno i tako mogu da pre-
duprede nezZeljene situacije povrede prava.’

Trec¢a obaveza veoma velikih onlajn platformi i pretrazivaca znacajna za
obradu podataka o licnosti u internet oglasavanju jeste obaveza uspostavlja-
nja i ¢injenja javno dostupnim repozitorijuma oglasnih poruka.?® Ta obaveza

89 Za nadzor i sprovodenje svih dodatnih obaveza veoma velikih onlajn platformi i pre-
trazivaca iskljucivo je nadlezna Evropska komisija; pogledati Uredba EU o digitalnim
uslugama, ¢l. 56, st. 2.

90 Dodatno, moze da se pomene i obaveza obedivanja korisnicima bar jednog sistema pre-
poruka koji nije zasnovan na profilisanju podataka o li¢nosti (vid. Uredbu EU o digital-
nim uslugama, ¢l. 38).

91 Uredba EU o digitalnim uslugama, ¢l. 34, st. 1 i uvodne izjave 79-81.

92 Uredba EU o digitalnim uslugama, ¢l. 34, st. 2 i uvodna izjava 84.

93 Uredba EU o digitalnim uslugama, ¢l. 35, st. 1 i uvodne izjave 86-90.

94  Uredba EU o digitalnim uslugama, ¢l. 35, st. 1, ta. (e) i uvodna izjava 88.

95 Zadodatno o odnosu razmatranih obaveza procene rizika i preuzimanja mera za smanje-
nje rizika s pravilima Opste uredbe EU o zastiti podataka o li¢nosti, vid. EDPB Guideli-
nes 3/2025, 32-35, kao i C. Ullrich, 220.

96 Taj repozitorijum se nekad oznacava i kao registar, a nekad i kao arhiva oglasnih poruka
(engl. ad archive).
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se direktno nadovezuje na (i ,nadograduje”) napred analizirane obaveze tran-
sparentnosti u internet oglasavanju na onlajn platformama (vid. deo 4.2), s
tim $to ona sada obavezuje i veoma velike onlajn pretrazivace koji prezentuju
oglasne poruke.”” Takva ,,nadogradnja” obaveza transparentnosti objagnjava
se time da oglasavanje na veoma velikim onlajn platformama i pretraziva-
¢ima nosi sa sobom povecane rizike, koji zahtevaju i stroze obaveze. Povrh
toga, iza nametanja date obaveze moze da se uoci dvostruki cilj. Najpre, usta-
novljavanjem javno dostupnog repozitorijuma oglasnih poruka olaksava se
nadzor nad postovanjem obaveza ustanovljenih Uredbom EU o digitalnim
uslugama. Takode, njime se tezi i podsticanju $ireg istrazivanja drustvenih
rizika koji proizlaze iz internet oglaavanja.”®

Uredbom EU o digitalnim uslugama propisani su i odredeni uslovi koje
sam repozitorijum oglasnih poruka mora da ispuni. Prvo, tu su uslovi u po-
gledu nacina omogucavanja javnog pristupa repozitorijumu oglasnih poruka.
Veoma velika onlajn platforma/pretraziva¢ mora da obezbedi pristup repozi-
torijumu u posebnom odeljku svog onlajn interfejsa i to putem pouzdanog
alata za pretrazivanje koji omogucava visekriterijumske upite, kao i putem
programskog interfejsa aplikacije. Drugo, postavljen je i uslov u pogledu
vremenske dostupnosti informacija o oglasnim porukama u repozitorijumu.
Informacije se moraju ¢uvati sve dok je oglas prikazan i godinu dana nakon
toga. Trece, mora da se osigura da repozitorijum ne sadrzi podatke o li¢nosti
korisnika onlajn platforme/pretrazivaca. To je neophodno kako bi se izbegli
dodatna obrada i otkrivanje podataka o li¢nosti. Cetvrto, moraju da se ulo-
ze razumni napori da informacije pohranjene u repozitorijjumu budu ta¢ne i
potpune.®” Peto, Uredbom se propisuje i minimalna sadrzina repozitorijuma
oglasnih poruka. Tako repozitorijum mora da sadrzi slede¢e informacije za
svaku prikazanu oglasnu poruku: (1) sadrzaj oglasne poruke, uklju¢ujuéi naziv
proizvoda, usluge ili brenda, kao i predmet oglasne poruke; (2) ime fizickog ili
naziv pravnog lica u ¢ije ime je oglasna poruka prikazana; (3) ime fizickog ili
naziv pravnog lica koje je platilo za prikazivanje oglasne poruke, ako se ono
razlikuje od lica u ¢ije ime je poruka prikazana; (4) period tokom koga je ogla-
sna poruka prikazana; (5) da li je oglasna poruka bila namenjena da se prikaze
posebno jednoj ili vise odredenih grupa korisnika usluge, i ako je to bio slucaj,
koji parametri su kori$¢eni u tu svrhu (ukljucujuci, gde je primenljivo, glavne
parametre kori$¢ene za isklju¢ivanje jedne ili vide takvih grupa); (6) komerci-
jalne komunikacije objavljene na veoma velikim onlajn platformama;'% (7)
ukupan broj korisnika usluge kojima je oglasna poruka prikazana i, kada je
to primenjivo, agregatni broj ras¢lanjen po drzavama ¢lanicama za grupu ili
grupe korisnika usluge posebno ciljane oglasnom porukom.!0!

97 F. Wilman, S. L. Kaléda, P-] Loewenthal, 294.

98  Ibid; Uredba EU o digitalnim uslugama, uvodna izjava 95.

99 Uredba EU o digitalnim uslugama, ¢l. 39, st. 1.

100 Vid. Uredbu EU o digitalnim uslugama, ¢l. 26, st. 2, na koji se ovde direktno upucuje.

101 Uredba EU o digitalnim uslugama, ¢l. 39, st. 2; pogledati i st. 3, istog ¢lana koji propisuje
izmene u sadrZani repozitorijjuma u slu¢aju uklanjanja, odnosno onemogudavanja pri-
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Treba da se ima u vidu da obaveza vodenja repozitorijuma oglasnih po-
ruka nije posve nova. Internet posrednici su ve¢ u skladu s drugim EU propi-
sima imali obavezu da ucine dostupnim javnosti dobar deo informacija koji
se ovde zahteva. Jedan od takvih propisa je i Direktiva o elektronskoj trgovini,
kojom se zahteva od pruzalaca usluga informacionog drustva da u¢ine dostu-
pnim javnosti informacije na osnovu kojih je moguce identifikovati komer-
cijalnu poruku i lice u ¢ije ime je komercijalna poruka sa¢injena.!%? Obaveza
vodenja repozitorijuma oglasnih poruka iz Uredbe EU o digitalnim uslugama
nadopunjuje te ranije obaveze i zahteva da sve trazene informacije budu do-
stupne na jednom mestu.103

Razmatrana obaveza vodenja repozitorijuma oglasnih poruka moze da
bude od znacaja za zastitu podataka o li¢nosti (iz istih razloga kao i obaveze
transparentnosti oglasavanja na onlajn platformama na koje se ona i nado-
vezuje - vid. deo 4.2). Njome se nesumnjivo omogucava korisnicima veoma
velikih onlajn platformi i pretrazivaca da lakse saznaju za, a potom i reaguju
u slucaju nezeljene ili nezakonite obrade njihovih podataka o li¢nosti za po-
trebe internet oglagavanja. Ono $to je ovde, pak, specifi¢nost jeste da su re-
pozitorijumi oglasnih poruka dostupni $iroj javnosti, pa na osnovu njih, osim
korisnika usluga i druga zainteresovana lica (nadzorni organi, organizacije
civilnog drustva, istrazivaci, novinari i dr.) mogu da uvide i da reaguju na
povrede.!% Potonje nesporno doprinosi ve¢oj (potencijalnoj) vrednosti repo-
zitorijuma oglasnih poruka na polju zaitite podataka o li¢nosti (a i gire).!9
Kao ilustraciju navedenog, uzmimo jedan skorasnji (medijski propracen) pri-
mer iz prakse. Radi se o slu¢aju u kome je nekolicina organizacija civilnog
drustva podnela prituzbe Evropskoj komisiji i francuskom koordinatoru di-
gitalnih usluga protiv onlajn platforme X zbog navodnog ciljanog oglasava-
nja zasnovanog na profilisanju osetljivih podataka o li¢nosti njenih korisnika,
koje je, kao $to znamo, zabranjeno Uredbom EU o digitalnim uslugama (vid.
deo 4.1). Kako su te organizacije navele, njihovu zabrinutost je izazvalo upra-
vo to §to su, proucavajuci repozitorijum oglasnih poruka onlajn platforme X,
uodile potencijalne probleme u vezi s obradom osetljivih podataka o li¢nosti
korisnika te platforme za potrebe ciljanog internet oglagavanja.!06

stupa oglasnoj poruci zbog njene nezakonitosti ili protivnosti op$tim uslovima pruzaoca
usluge. Uredba, takode, propisuje da Evropska komisija moze doneti smernice u pogledu
strukture, organizacije i funkcionalnosti repozitorijuma oglasnih poruka.

102 Direktiva o elektronskoj trgovini, ¢l. 6.
103 E Wilman, S. L. Kaléda, P-J Loewenthal, 295.

104 B. Duivenvoorde, C. Goanta, 11 (autori postavljaju pitanje da li ¢e informacije sadrzane
u repozitorijumima oglasnih poruka biti dovoljne za preduzimanje mera protiv veoma
velikih onlajn platformi/pretrazivaca).

105 Vredi da se napomene da je nekoliko onlajn platformi koje osporavaju svoju kvalifika-
ciju kao veoma velike onlajn platforme upravo i zatrazilo od Opsteg suda da utvrdi da
se na njih ne primenjuje obaveza vodenja repozitorijuma oglasnih poruka. Vid. Opsti
sud predmeti: Amazon Services Europe v Commission, predmet br. T-367/23; Aylo Freesi-
tes LTD v Commission, predmet br. T-138/24; WebGroup Czech Republic v Commission,
predmet br. T-139/24 i NKL Associates v Commission, predmet br. T-486/24.

106 E Y. Chee (2025).
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4.4. Dobrovoljni kodeksi postupanja u internet oglasavanju

Pored direktnog utvrdivanja obaveza za internet posrednike, Uredba EU
o digitalnim uslugama podstic¢e i samoregulaciju u tom sektoru putem ra-
zvijanja i prihvatanja razlic¢itih dobrovoljnih kodeksa postupanja (engl. code
of conduct). Anticipira se da bi takvi dobrovoljni kodeksi postupanja trebalo
dodatno da doprinesu razvoju najboljih praksi za transparentno i bezbedno
onlajn okruZenje, tako $to ¢e precizirati i dopuniti delovanje obavezuju¢ih
pravila Uredbe EU o digitalnim uslugama, te omoguciti drugim zainteresova-
nim internet posrednicima da dobrovoljno pristupe njihovoj primeni.!?” Je-
dan tip dobrovoljnih kodeksa postupanja ¢ije se usvajanje podsti¢ce Uredbom
EU o digitalnim uslugama jesu i kodeksi postupanja u internet oglasavanju.
Budu¢i da ti kodeksi mogu da budu od znacaja za pitanje zastite podataka o
li¢nosti u internet oglasavanju, potrebno je osvrnuti se na njih u nasoj analizi.

Uredbom EU digitalnim uslugama izricito je propisana obaveza Evropske
komisije da na nivou EU podstakne i olaksa dono$enje dobrovoljnih kodek-
sa postupanja radi unapredenja transparentnosti internet oglasavanja izvan
obaveza ve¢ postavljenih Uredbom (videti delove 4.2. i 4.3. analize),'%® kao
i da podstakne sve privredne subjekte u lancu vrednosti internet oglagavanja
da prihvate i postuju obaveze sadrzane u tim kodeksima.!%® Pod subjektima
u lancu vrednosti (engl. value chain) internet oglasavanja podrazumevaju se:
pruzaoci usluga onlajn platformi, drugi relevantni pruzaoci usluga - kao $to
su pruzaoci usluga posredovanja u internet oglasavanju i drugi subjekti uklju-
¢eni u lanac vrednosti programatskog oglasavanja (engl. programmatic ad-
vertising), organizacije koje zastupaju korisnike usluge, organizacije civilnog
drustva, kao i nadlezni organi.!!? Postavljeni su i rokovi u kojima Evropska
komisija treba da izvr$i navedenu obavezu (februar 2025. godine za podsti-
canje donogenja, a avgust 2025. godine za podsticanje primene kodeksa).!1!

Uredbom EU digitalnim uslugama utvrduje se dodatno i minimalni sa-
drzaj takvih kodeksa postupanja u internet oglasavanju. Od Komisije se tako
zahteva da obezbedi da se kodeksima postupanja podstice: (1) efikasan prenos
informacija koji u potpunosti postuje prava i interese svih ukljucenih strana,
kao i (2) konkurentno, transparentno i pravicno okruZenje u internet oglasa-
vanju, u skladu s pravom EU i nacionalnim pravima, posebno u pogledu zasti-

107 Uredba EU o digitalnim uslugama, uvodne izjave 103-107.

108 Uredba EU o digitalnim uslugama, ¢l. 46, st. 1. Izri¢ito se u Uredbi EU o digitalnim uslu-
gama navodi da tim kodeksima postupanja treba da se postigne veca transparentnost in-
ternet oglaSavanja u odnosu na zahteve postavljene u njenim ¢l. 26 (¢lan koji ureduje ogla-
$avanje na onlajn platformama - vid. deo 4.2. ove analize) i 39 (¢lan koji postavlja obavezu
vodenja repozitorijuma oglasnih poruka za veoma velike onlajn platforme i pretrazivace
- vid. deo 4.3. analize). U vezi s izvr§avanjem obaveza transparentnosti u internet ogla-
$avanju iz ¢l. 26 i 39, te zastite maloletnih lica iz ¢l. 28, Evropska komisija ima i obavezu
da podrzi i promovi$e razvijanje dobrovoljnih standarda od strane nadleznih evropskih i
medunarodnih tela za standardizaciju - vid. ¢l. 44, st. 1, tac. (d), (f), (g), (h) i (j).

109 Uredba EU o digitalnim uslugama, ¢l. 46, st. 4.
110 Uredba EU o digitalnim uslugama, ¢l. 46, st. 1 i uvodna izjava 107.
111 Uredba EU o digitalnim uslugama, ¢l. 46, st. 3.
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te konkurencije i zastite privatnosti i podataka o li¢nosti. Pri tome, kodeksima
postupanja bi trebalo da se reguli$u najmanje sledeca pitanja: (1) prenos infor-
macija o oglasnim porukama, kojima raspolazu pruzaoci usluga posredovanja
u internet oglasavanju, ka korisnicima usluge (radi se o informacijama o licu
u ¢ije ime se oglasna poruka prikazuje, licu koje je platilo oglasnu poruku i o
glavnim parametrima na osnovu kojih je korisniku prikazana odredena ogla-
sna poruka), (2) prenos informacija kojima raspolazu pruzaoci usluga posre-
dovanja u internet oglasavanju ka repozitorijumima oglasnih poruka, kao i (3)
prenos svrsishodnih informacija o monetizaciji podataka.!'!?

Kao $to moze da se vidi iz njihovog cilja i postavljene minimalne sadr-
zine, kodeksi postupanja u internet oglagavanju treba da ,podrze” primenu
obaveza transparentnosti oglasavanja onlajn platformi i vodenja repozitori-
juma oglasnih poruka veoma velikih onlajn platformi i pretrazivaca. Upravo
zbog toga, oni su potencijalno znacajni i za zastitu podataka o li¢nosti u in-
ternet oglasavanju. Obaveze transparentnosti internet oglasavanja iz Uredbe
EU o digitalnim uslugama su (kao $to je napred pojasnjeno) same po sebi
znacajne za zastitu podataka o licnosti, pa po logici stvari isto vazi i za pravila
kojima se one razraduju i ,nadograduju” (kao $to su pravila datih kodeksa
postupanja).!13 S obzirom na to, moze se ocekivati da bi razvijanje i primena
takvih kodeksa postupanja u internet oglagavanju mogli da doprinesu i vecoj
zatiti podataka o li¢nosti u toj sferi.!'* Cak je i u samoj Uredbi EU o digital-
nim uslugama naglaseno da se zastita privatnosti i zastita podataka o li¢nosti
moraju posebno uzeti u obzir kod razvoja tih kodeksa o postupanju.!!®

Ono $to ne sme da se previdi kada su u pitanju razmatrani kodeksi po-
stupanja u internet oglasavanju, jeste da su oni ipak neobavezujuci. Zato je i
njihov stvarni znacaj u praksi (bar za sada) pod znakom pitanja.!® Jo§ uvek i
Cekamo da se dati kodeksi postupanja donesu.!!”

112 Uredba EU o digitalnim uslugama, ¢l. 46, st. 2. Vid. i uvodnu izjavu 107 (naznacava se
da bi u kodekse postupanja trebalo da se ukljuce i odredeni mehanizmi evaluacije). Za
komentar vid. E. Wilman, S. L. Kaléda, P-J] Loewenthal, 333-334; za razmatranje odnosa
kodeksa postupanja iz Uredbe i generalno zastite podataka o li¢nosti vid. EDPB Guideli-
nes 3/2025, 35-36.

113 Minimalno ,,nadogradivanje” koje se zahteva u Uredbi EU o digitalnim uslugama je, kao
$to je naznaceno, ukljucivanje razlic¢itih pruzalaca usluga posredovanja u internet oglasa-
vanju u primenu obaveza transparentnosti.

114 Vid. EDPB Guidelines 3/2025, 36.

115 Uredba EU o digitalnim uslugama, ¢l. 46, st. 2. Takode, u uvodnoj izjavi 107 Uredbe,
propisano je da Evropska komisija moze da pozove Evropskog supervizora za zastitu po-
dataka (engl. European Data Protection Supervisor) da se izjasni o odredenom kodeksu
postupanja.

116 Julian Jaursch, ,What DSA Codes of Conduct for Online Advertising Can Achieve - Op-
portunities and Limitations of Voluntary Action and the Need to Move Beyond It”, inter-
face, 16 December 2024, https://www.interface-eu.org/publications/dsa-advertising-codes,
30. septembar 2025, 38-39.

117 Vid. veb-sajt Evropske komisije — European Commission, ,,Codes of conduct under the
Digital Services Act’, https://digital-strategy.ec.europa.eu/en/policies/dsa-codes-conduct,
30. septembar 2025.
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5. ZAKLJUCAK

U prethodnom analitickom delu rada prikazane su i ispitane novine koje
je Uredba EU o digitalnim uslugama donela u pogledu obrade podataka o li¢-
nosti za potrebe internet oglasavanja. Polazeci od te analize, ovde ce se sada
pokusati da se oceni da li te novine predstavljaju (zadovoljavajuci) korak una-
pred u zastiti podataka o li¢nosti korisnika interneta. Iskorak novih pravila u
odnosu na ranija, po pravilu, moze da se posmatra na dva nivoa: na norma-
tivnom nivou i na nivou primene. Taj pristup bice primenjen i ovde. Tako,
prvo pitanje na koje ovde treba da se odgovori jeste: da li resenja Uredbe EU
o digitalnim uslugama gledano na normativhom nivou predstavljaju adekva-
tan iskorak u unapredenju zastite podataka o li¢nosti na internetu? Cini se da
se na to pitanje moze dati potvrdan odgovor. Iako ima prostora za primedbe
(pre svega u pogledu ogranicenog kruga subjekata koje obavezuju nova pra-
vila, a donekle i u pogledu njihove sadrzine) nesporno je da data pravila, bar
na normativnom nivou, idu primetan korak dalje od postojecih resenja EU
prava zastite podataka o licnosti. Kao $to je pokazano, ona se nadovezuju na
i ,nadograduju” postojece mehanizme zastite podataka o licnosti u sferi in-
ternet oglasavanja. Konkretnije, njima se uvodi dodatni nivo zabrane u vezi
s profilisanjem za potrebe internet oglasavanja na onlajn platformama, jaca
transparentnost na tom polju, te generalno podsti¢u dobre prakse. Pri tome,
ne treba da se zanemari ¢injenica da Uredba EU o digitalnim uslugama, strik-
tno gledano, nije propis iz oblasti prava zastite podataka o licnosti. Pitanje je
da li se od nje i moglo ocekivati vise.

Normativni iskorak, medutim, nije dovoljan sam po sebi, njega mora
da prati odgovaraju¢a primena novih pravila, kako bi se doslo do Zeljenih
efekata. Stoga, drugo pitanje koje se ovde namece jeste: moze li se ocekiva-
ti efektivna primena novih resenja iz Uredbe EU o digitalnim uslugama u
praksi? Na to pitanje, bar za sada, nije moguce dati konkretan odgovor. S
jedne strane, uvek postoji izvesna skepsa u pogledu moguc¢nosti adekvatne
primene propisa kojima pokusava da se uredi oblast digitalnih tehnologija,
bududi da se te tehnologije neprestano razvijaju i tesko se uklapaju u stroge
pravne okvire. Ta skepsa je ovde jo§ izrazenija, s obzirom da Uredba EU o
digitalnim uslugama, izmedu ostalog, nastoji da reguliSe i poslovanje tzv. ,,Big
Tech” kompanija. S druge strane, svestan problematike, EU zakonodavac je
u Uredbi EU o digitalnim uslugama stavio poseban akcenat na sprovodenje
njenih pravila — uspostavljen je tako sistem nacionalnih koordinatora digi-
talnih usluga u drzavama c¢lanicama, data je nadleznost Evropskoj komisiji
za nadzor i sprovodenje pravila prema veoma velikim onlajn platformama
i veoma velikim onlajn pretraziva¢ima, propisani su visoki iznosi nov¢anih
kazni za internet posrednike u slu¢aju povrede obaveza (do 6% njihovog uku-
pnog godisnjeg svetskog prihoda) itd. Navedenim re§enjima i mehanizmima
bi trebalo da se prevazidu predocene prepreke u primeni prava u digitalnom
sektoru (bar donekle). Moze se zato ocekivati, da ¢e oni doprineti vecoj efek-
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tivnosti primene pravila Uredbe EU o digitalnim uslugama kako generalno,
tako i njenih pravila znacajnih za zastitu podataka o li¢nosti kod internet
oglasavanja.l18

Kona¢no, uzimajudi u obzir - spajaju¢i odgovore na dva napred razma-
trana pitanja, moZemo da zaklju¢imo da Uredba EU o digitalnim uslugama
donosi primetan iskorak u zastiti podataka o licnosti kod internet oglagavanja
(iako je u pitanju propis koji primarno ne ureduje oblast zastite podataka o
licnosti). Njena pravila mogu da se posmatraju kao dodatna linija odbrane
prava na zastitu podataka o li¢nosti od rastucih rizika koje sa sobom nose
sporne prakse (ciljanog) internet oglasavanja. Takva linija odbrane je i vise
nego dobrodosla, imajuci u vidu trenutno stanje stvari u tom domenu.

Na samom kraju, budu¢i da je nasa analiza izradena u Srbiji, smisleno
je kratko ukazati na znacaj razmatranih resenja (a i cele) Uredbe EU o digi-
talnim uslugama za Srbiju.!!® Uredba EU o digitalnim uslugama je znacajna
za Srbiju, budud¢i da postavlja standarde transparentnog i bezbednog onlajn
okruzenja kojima bi trebalo da se tezi.!?% Srbija, pri tome, kao drzava kandi-
dat za ¢lanstvo u EU, ima dodatne interese da uvede te standarde. Ono $to je
tu problemati¢no, jeste kako uvesti te standarde u domace pravo, a da budu
efektivno primenjivi. Kako da se obezbedi efektivna zastita domacih korisni-
ka interneta u odnosu na tzv. ,,Big Tech” kompanije? Regulatorna mo¢ do-
maceg drzavnog aparata prema tim velikim multinacionalnim kompanijama
je posve ogranicena, s obzirom da je Srbija malo trziste. U EU naspram tih
velikih kompanija kao glavni regulator stoji Evropska komisija, a ne organi
pojedina¢nih (pogotovo ne manjih) drzava ¢lanica. Za sada se ova otezava-
ju¢a okolnost ¢ini nepremostivom. Ipak, to ne znaci da treba odustati od za-
$tite domacih korisnika interneta (i njihovih podataka o li¢nosti), ve¢ samo
da domaceg zakonodavca i regulatore ¢eka nesto tezi put (koji moze da bude
predmet razmatranja neke buduce analize).

118 Na veb-sajtu Evropske komisije ukazano je na odredene rezultate u dosada$njoj prime-
ni Uredbe EU o digitalnim uslugama. Vid. European Commission, ,,The Impact of the
Digital Services Act on Digital Platforms”, https://digital-strategy.ec.europa.eu/en/policies/
dsa-impact-platforms, 30. septembar 2025.

119 Za pregled trenutnog uredenja oblasti internet oglasavanja u Srbiji vid. Nevena Ruzi¢,
Milos$ Stojkovic, ,,Potrosadi i internet oglasavanje”, Pravno uredenje interneta u Srbiji (au-
tori Dusan V. Popovic et al.), Clio, Beograd 2023, 183-205; a, za pregled uredenja oblasti
zadtite podataka o li¢nosti u Srbiji vid. Nevena Ruzi¢, ,Zastita podataka i privatnost’,
Pravno uredenje interneta u Srbiji (autori Dusan V. Popovi¢ et al.), Clio, Beograd 2023,
207-235; Dusan V. Popovi¢, ,,Privacy and Data Protection in Serbian Law: Challenges in
the Digital Environment”, The Right to Privacy in the Digital Age: Perspectives on Analy-
sis of Certain Central European Countries’ Legislation and Practice (ed. Marcin Wielec),
Studies of the Central European Professors’ Network, CEA Publishing, Miskolc - Buda-
pest 2023, 199-234.

120 Za konkretno poredenje trenutno vazecih propisa u Srbiji s Uredbom EU o digitalnim
uslugama vid. studiju: Jelena Adamovic¢ et al, DSA, DMA, AIA and Western Balkans: Nor-
mative Foundation Enforcement Mechanisms and Institutional Framework, Share Foun-
dation, Belgrade 2024, https://sharefoundation.info/wp-content/uploads/SHARE_DSA-
DMA-AIA-STUDY.pdf, 30. septembar 2025.
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PROCESSING OF PERSONAL DATA
FOR ONLINE ADVERTISING:
BEFORE AND AFTER THE ADOPTION

OF THE EU DIGITAL SERVICES ACT*

Abstract: Ensuring the adequate protection of personal data in the con-
text of targeted online advertising constitutes one of the most complex chal-
lenges of contemporary data protection law. This paper addresses precisely
that issue, approached through the lens of the EU Digital Services Act (DSA).
The aim of the paper is to present, examine, and assess the novelties that
the DSA introduces in this field. As the analysis demonstrates, four groups of
rules under the DSA are of particular relevance for the processing of personal
data in the context of targeted online advertising: (1) the prohibition of ad-
vertising based on profiling certain categories of personal data; (2) advertising
transparency requirements; (3) additional obligations imposed on very large
online platforms (VLOPs) and very large online search engines (VLOSEs) in
relation to online advertising; and (4) voluntary codes of conduct for online
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ulty of Law “Problems of creation, interpretation and enforcement of law (2025)”, with-
in the research group “Legal regime of digital services in Serbian law and European
Union law”.
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advertising. These rules complement the existing provisions of the General
Data Protection Regulation (the central instrument in this field) and must
be interpreted and applied coherently with them. The analysis concludes that,
despite certain shortcomings, the DSA rules constitute a valuable new line of
defense for data protection in a time of increasing risks posed by exploitative
targeted online advertising practices.

Key words: Personal data. - Data protection law. - Online advertising. -
Digital Services Act. — EU law.



